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ANTI MONEY LAUNDERING AND TERRORIST FINANCING LAW

CHAPTER |
GENERAL PROVISIONS
Subject Matter of the Law

Article 1

(1) This Law shall prescribe:

1. measures and actions in banking and non-bankingndial operations,
money-related and other operations taken for thpqse of the prevention
and detection of money laundering and terrorisdriring;

2. reporting entities subject to this Law obliged tagpiement the measures and
actions;

3. supervision over reporting entities in their impkmation of measures and
actions in banking and non-banking financial operst, cash and other



operations, which measures and actions shall bentéér the purpose of
money laundering and terrorist financing prevenaod detection;

4. tasks and jurisdictions of the Anti-Money Laundgri@ffice (hereinafter

referred to as the Office) acting as a Financitdlligence Unit;

international co-operation of the Office;

jurisdictions and actions of other state bodies mgal persons with public

authorities in the detection of money laundering sarrorist financing;

7. other issues of significance for the developmenthaf preventive system
within the scope of money laundering and terrdin&ncing prevention.

o0

(2) The provisions contained in this Law pertinemtthe money laundering prevention
shall equally adequately apply to the counteringeoforist financing for the purpose of
preventing and detecting activities of individuaégal persons, groups and organisations
in relation with terrorist financing.

Basic Terms
Article 2
Basic terms in the context of this Law shall meaificdlows:

1) money laundering shall mean the undertaking obastaimed at concealing the true
source of money or other property suspected to leen obtained in an illegal
manner in the country or abroad, including:

- conversion or any other transfer of money or oflugh property;

- the concealment of the true nature, source, latatthsposition, movement,
ownership or rights with respect to money or othwerh property;

- the acquisition, possession or use of money or aiihheh property.

2) The terrorist financing shall mean the proviswrcollection of, as well as an attempt
to provide or collect legal or illegal funds by ameans, directly or indirectly, with the

intention that they should be or in the knowledgat they are to be used, in full or in
part, in order to carry out a terrorism offencealtgrrorist or by a terrorist organisation.

Meaning of other Terms
Article 3
Other terms in the context of this Law shall hawe following meaning:

1. The Office shall be the Anti-Money Laundering Oéfjc
2. Financial Intelligence Unit:



a) the Anti-Money Laundering Office shall be the dotesFinancial
Intelligence Unit;

b) a foreign financial intelligence unit shall be atral national body in charge
of receiving, analysing and disseminating suspgidransactions reports
relating to money laundering and financing of teaem in a member-state or a
third country;

3. A member-state shall be a European Union memb&g-gtaa state signatory to the
European Economic Area Agreement;

4. A third country shall be a European Union non-mengb&te or a state non signatory
to the European Economic Area Agreement.

5. Property shall be assets of every kind, whethegitda or intangible, movable or
immovable, and documents and instruments in amy,forcluding electronic or
digital, evidencing title to or ownership rightsriglation to the assets;

6. Funds shall be financial resources and benefigmgfkind, including the following:

(a) cash, cheques, cash claims, bills of exchange,reasittances and other
means of payment;

(b) fund invested with reporting entities;

(c) securities as defined in the law providing for sleeurities market being
traded through public or private offers, includsitares and stakes,
certificates, debt instruments, bonds, guarantedslarived financial
instruments;

(d) other documents evidencing rights over financiabtgces or other financial
sources;

(e) interest, dividends and other capital gains;

() accounts receivable, loans and letters of credit.

7. Reporting entities shall be legal and natural pesseho shall be under obligation to
undertake measures and actions for the purposeegéming and detecting money
laundering and terrorist financing in keeping wttis Law;

8. An authorised person and his/her deputy shall bsops appointed by the reporting
entity, authorised and responsible for implemeatabtf measures and actions being
undertaken for the purpose of money laundering tenarist financing prevention
and detection, as prescribed in this Law and reiguls passed on the basis of this
Law;

9. Persons involved in the performance of professi@wivities shall be legal and
natural persons acting within the framework of tmespective professional activities,
including lawyers, law firms, notaries public, atmy firms, independent auditors,
legal and natural persons involved in the perforteapf accounting services and tax
advisory services;

10. Other legal persons, i.e. the entities made equtlem shall be NGOs, endowments
and foundations and other legal persons not engagaad economic activity, as well
as religious communities and NGOs without legalspeality and other entities
without legal personality but appearing autonompuslegal transactions;

11.The electronic money and electronic data carrieil dbear the same meanings as
provided for in regulations dealing with electroojerations;

12.The credit institution shall be a notion applicatbethe reporting entities referred to



in Article 4, paragraph 2, item 1, 2, 3 and 11 witthe same meaning as defined in
the law providing for the operations of credit ingtons;

13.The financial institution shall be a notion appbtato reporting entities referred to in
Article 4, paragraph 2, items 4, 5, 7, 8, 9, 10, 12 a) to i) of this Law and the
institutions of member-states dealing with the é¢quatters as the said reporting
entities;

14.A business relationship shall be any business berotontractual relationship a
customer establishes or enters into with a reppréntity and in relation to the
performance of reporting entity’s business activity

15.Cash referred to in Article 40 of this Law shall lenknotes and coins in circulation
as legal means of payment;

16.Cash referred to in Article 74 of this Law shalbbéhe same meaning as laid down in
the Regulation of the European Parliament and @iGbuncil (EC) No0.1889/2005 as
of 26 October 2005 on controlling cash enterintgaving the European Union;

17.Transaction account or a payment operations comduatcount shall bear the same
meaning as laid down in the law providing for tlement operations services;

18.A transaction shall be any receipt, outlay, trangfetween accounts, conversion,
keeping, disposition and other dealings with mooegther property with a reporting
entity;

19. A cash transaction shall be any transaction in Whiceporting entity should receive
cash from a customer, i.e. hand over cash to andctdstomer’s possession and
disposal,

20. A suspicious transaction shall be any transactomnwhich the reporting entity and/or
a competent body shall deem that there shall bsonsafor suspicion of money
laundering or terrorist financing in relation tceettransaction or a person conducting
the transaction, i.e. a transaction suspectedvtiva resources from illegal activities;

21.Trusts and company service providers shall be aggllor natural person whose
business activity shall consist of the provision seime of the services listed
hereunder on behalf of third parties:

(a) foundation of a legal person;

(b) performing the role of a Chief Executive Officer arboard member or
enabling a third party to perform the role of a &Htxecutive Officer or a
board member, a manager or a partner, while suchndertaking does not
involve the actual performance of a managerial iong¢i.e. such person does
not assume business risk in relation to capitarest in the legal person in
which the person shall formally be a member orréngg;

(c) providing a legal person with a registered sea ognted business, postal or
administrative address and other related services;

(d) performing the role or enabling another person ¢ofggm the role of a
manager of an institution, a fund or similar legatity subject to foreign law
which receives, manages or distributes economicefiisnfor a purpose,
whereby the definition shall exclude investment apdnsion funds
management companies;

(e) using or enabling another person to use other p&ophares for the purpose
of exercising voting rights, except if it includascompany whose securities
are being traded on a stock exchange or the regufatblic market, for which



disclosure requirements shall be in effect in kegpvith the European Union

regulations or international standards;

22.Companies performing certain payment operationsices, including money
transfers, shall be legal persons who perform firdrservices of receiving cash,
cheques or other means of payment at one locatidrireen executing disbursements
of an adequate amount of money in cash or othen far a recipient at another
location through connecting, notifying, transfegimr using a money or values
transfer network.

Transaction being performed via such services mayolve one or more
intermediaries and final disbursement to a thindypa

23.Non-profit organisations shall be associations,ogmdents, foundations, religious
communities and other persons which do not perieconomic activity;

24.The notion of a beneficial owner shall stand for:

(a) a natural person who is the ultimate owner of dauer or who controls
or otherwise manages the legal person or othetydiftthe customer is a
legal person) or

(b) a natural person who shall control another natoeaton on whose behalf
a transaction is being executed or who performsaeativity (if the
customer is a natural person);

25. Customer identification shall be a procedure inwrayv

a) collection of information on customers on the basik credible,
independent and objective sources, i.e. examinihg tollected
information on customers should the customer infdiom have already
been collected earlier;

b) determining of actual customer identity on the $&asif credible,
independent and reliable sources, i.e. examiniagdbnticalness thereof,
should customer’s identity have already been detednearlier.

26.A correspondent relationship shall be a relatiomsbetween a domestic credit
institution and a foreign credit, i.e. other ingtibn established by the opening of an
account of the foreign institution with the domestiedit institution;

27.A shell (virtual) bank shall be a bank, i.e. otloeedit institution doing identical
business activity registered in the country in Wehicdoes not perform its business
activity and which is not related with a supervisgdotherwise controlled financial
group;

28.Factoring shall be the repurchase of accountsvalbls with or without regress;

29.Forfeiting shall be an export financing on the basf a discounted and regress free
repurchase of long-term outstanding accounts rab&y secured through a financial
instrument;

30. An official personal document shall be any publacament with a photograph of a
person issued by a domestic or a foreign compgdahtic authority intended for
establishing person’s identity;

31.Stock exchange and the regulated public markebnstshall bear the same meaning
as laid down in the law providing for capital marke

32.The life insurance business shall be all busineskertakings which are defined as
such in laws providing for the insurance companogErations;

33.Information on the activity of a customer who isaural person shall be information



on private or professional status (employed, pemsicstudent, unemployed, etc.), i.e.
information on the activity of a customer (in thelds of sports, culture-art,
scientific-research, education or other relatedd$ie representing grounds for the
creation of a business relationship;

34.Foreign politically exposed persons shall be allure persons with permanent
address or habitual residence in a foreign countrg act or have acted during the
previous year (or longer) in a prominent publicyluncluding members of their
immediate family or persons known to be close aasex of such persons;

35.A money laundering or terrorist financing risk dhag the risk whereby a customer
may abuse financial system for money launderingeowrist financing purpose, i.e.
that a business relationship, a transaction orodymt shall be directly or indirectly
used for money laundering or terrorist financingpmses.

Reporting Entities

Article 4

(1) Measures, actions and procedures for the ptewverand detection of money
laundering and terrorist financing laid down insthaw shall be carried out before and/or
during each transaction, as well as upon entenmg legal arrangements aimed at
obtaining or using property and in other forms @pdsing of monies, rights and other
property in other forms which may serve for monaynldering and terrorist financing
purposes.

(2) Reporting entities obliged to carry out measwed actions referred to in paragraph 1
of this Article shall be:

1. banks, branches of foreign banks and banks from beestates authorised for a

direct provision of banking services in the Repeibli Croatia;

savings banks;

housing savings banks;

credit unions;

companies performing certain payment operationsvices, including money

transfers;

Croatian Post Inc.

investment funds management companies, businestss wii third countries

management companies, management companies fronbenatates which have a

business unit in the Republic of Croatia, i.e. whégce authorised to directly perform

funds management business in the territory of tlepuRlic of Croatia and third

parties which are allowed, in keeping with the lanwviding for the funds operation,

to be entrusted with certain matters by the resgeatanagement company;

8. pension companies;

9. companies authorised to do business with finanicisfruments and branches of
foreign companies dealing with financial instrungeint the Republic of Croatia;

10.insurance companies authorised for the performaofcdife insurance matters,

abrwn
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branches of insurance companies from third countaethorised to perform life
insurance matters and insurance companies from mrestétes which perform life
insurance matters directly or via a branch in tleeublic of Croatia;
11.companies for the issuance of electronic moneyndbras of companies for the
issuance of electronic money from member-statesndires of companies for the
issuance of electronic money from third countried aompanies for the issuance of
electronic money from member-states authorisedréxttly render services of issuing
electronic money in the Republic of Croatia,
12.authorised exchange offices;
13.organisers of games of chance:
a) lottery games,
b) casino games,
c) betting games,
d) slot-machine gaming,
e) games of chance on the Internet and via otherdelawnications means, i.e.
electronic communications;
14.pawnshops;
15.legal and natural persons performing business latioa to the activities listed
hereunder:
a) giving credits or loans, also including: consumemnedits, mortgage loans,
factoring and commercial financing, including fotifeg,
b) leasing,
c) payment instruments issuance and management (@edit cards and
traveller’'s cheques),
d) issuance of guarantees and security instruments,
e) investment management on behalf of third partied providing advisory
thereof,
f) rental of safe deposit boxes,
g) credit dealings intermediation,
h) insurance agents with entering into life insuraageeements,
i) insurance intermediation with entering into lifsumance agreements,
J) trusts or company service providers,
k) trading precious metals and gems and products wigtiem,
[) trading artistic items and antiques,
m) organising or carrying out auctions,
n) real-estate intermediation.
16. legal and natural persons performing matters witthie framework of the
following professional activities:
a) lawyers, law firms and notaries public,
b) auditing firms and independent auditors,
c) natural and legal persons performing accountandytanadvisory services.

(3) Reporting entities referred to in paragraplitén 16 of this Article shall carry out
measures for the prevention and detection of méaeydering and terrorist financing as
provided for in this Law in keeping with the prawaiss governing the tasks and duties of
other reporting entities, unless otherwise presctiin the third chapter of this Law.



(4) The Minister of Finance may issue a rulebookséb terms and conditions under
which the reporting entities referred to in parpira2 of this Article who perform
financial activities only occasionally or withinlianited scope and with which there is a
negligible money laundering or terrorist financingk may be excluded from the group
of reporting entities obliged to implement measwagper this Law.

(5) Branches of foreign credit and financial inditns and other reporting entities
established in the Republic of Croatia as per ageaviding for their work, in addition to
branches of credit and financial institutions reddrto in paragraph 2, items 1, 7, 9, 10,
11 of this Article, shall be reporting entities igigld to implement measures and actions
referred to in paragraph 1 of this Article.

Obligation of reporting entities concerning the impgementation of money laundering
and terrorist financing prevention and detection masures in business units and
companies seated in third countries in majority owership or with predominant

decision-making rights exercised by the reporting rtities

Article 5

(1) Reporting entities shall be obliged to ensurat tmoney laundering and terrorist
financing prevention and detection measures asoes! by this Law are applied within
the equal scope in their business units and corapanitheir majority ownership or with
predominant decision-making rights, seated in edtbountry, unless such a course of
action would be in direct contradiction to the llegayulations of the third country.

(2) Where the legislation of the third country doest permit the application of the
money laundering and terrorist financing preventama detection measures within the
scope prescribed by this Law, the reporting emstitieall be obliged to inform the Office
of the matter without any undue delay and to institadequate measures for the
elimination of the money laundering or terroristaincing risk.

(3) Reporting entities shall be obliged to regylaiform their business units and
companies in their majority ownership or in whitiey shall have predominant decision-
making rights, seated in a third country, of intdrprocedures pertinent to money
laundering and terrorist financing prevention anetedtion, especially in terms of
customer due diligence, supply of data and infolonatkeeping records, internal control
and other significant circumstance related with theney laundering and terrorist
financing prevention and detection.



CHAPTER Il
MEASURES TAKEN BY THE REPORTING ENTITIES FOR THE RPOSE
OF MONEY LAUNDERING AND TERRORIST FINANCING PREVENDON AND
DETECTION

Section 1
GENERAL PROVISIONS

Reporting Entities Duties
Article 6

(1) For the purpose of money laundering and testdimancing prevention and detection,
the reporting entities shall be obliged to fulfietduties as provided for in this Law and
regulations passed on the basis of this Law duhiegcourse of the performance of their
regular activities.

(2) The duties referred to in the previous paragrapthis Article shall encompass as
follows:

1. assessment of risk of abuse in relation with moleyndering and terrorist
financing specific to a customer, business relatigm transaction or a product;

2. carrying out customer due diligence measures inntamner and under the
conditions provided by this Law;

3. conducting money laundering and terrorist financprgvention and detection
measures in business units of the reporting emtity companies in which the
reporting entity shall hold majority stake or predoant decision-making rights,
which business units and companies shall be s@atbdd countries;

4. appointment of an authorised person and his/hewtgiefor implementing
measures and ensuring adequate conditions for Wark as per this Law and
regulations passed on the basis of this Law;

5. enable regular professional training and educatioemployees of the reporting
entities and ensure regular internal audit in the executibtasks and duties as
per this Law and regulations passed on the baslitaw;

6. produce and regularly update a list of indicatars the detection of customers
and suspicious transactions for which there arsoreafor suspicion of money
laundering or terrorist financing;

7. reporting and supply of the prescribed and requideda, information and
documentation on transactions and persons to tfieeQh agreement with the
provisions contained in this Law and regulationssga on the basis of this Law;

8. ensure data storage and protection and keepingréseribed records as per this
Law and regulations passed on the basis of this Law

9. obligation of credit and financial institutions @mmning the establishment of an
adequate information system relevant for their @espe organisational structures



in order to be able to promptly, timely and comglgtprovide the Office with
data as to whether or not they shall maintain orehaaintained a business
relationship with a given natural or legal persaswell as to the nature of such a
relationship;

10.carrying out other tasks and duties in keeping wiitis Law and regulations
passed on the basis of the Law.

Assessment of Money Laundering or Terrorist Finanaig Risks
Article 7

(1) A money laundering or terrorist financing riskall be the risk whereby a customer
may abuse financial system for money launderinteoprist financing purpose, i.e. that
a business relationship, a transaction or a proshall be directly or indirectly used for

money laundering or terrorist financing purposes.

(2) Reporting entities shall be obliged to devedopsk analysis and apply it to rate risks
of individual groups or types of customers, bussneelationships, products or
transactions in respect of possible abuse reldtivenoney laundering and terrorist
financing.

(3) Reporting entities shall undertake to aligntis& analysis and assessment referred to
in paragraph 2 with the guidelines to be passedhbycompetent supervisory bodies
referred to in Article 83 of this Law in line withe powers vested in them.

(4) During the course of risk analysis and assessmee. the procedure aimed at
determining risk rating referred to in paragrapbf 2his Article, the reporting entity and
the supervisory body referred to in Article 83 loistLaw shall be obliged to take account
of the specificities of the reporting entity and @perations, e.g. the reporting entity’s
size and composition, scope and type of busineseraaerformed, types of customers
it deals with and products it offers.

(5) The reporting entities may include only thosstomers meeting the requirements to

be set forth in a rulebook to be passed by the diBniof Finance in the group of
customers representing a negligible money laundeamirterrorist financing risk.

Section 2
CUSTOMER DUE DILIGENCE

Customer Due Diligence Measures

Article 8
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(1) Unless otherwise prescribed in this Law, custodue diligence shall encompass the
following measures:

1. identifying the customer and verifying the custoimeadentity on the basis of
documents, data or information obtained from aibitedreliable and independent
source;

2. identifying the beneficial owner of the customed arerifying beneficial owner’'s
identity;

3. obtaining information on the purpose and intendedume of the business
relationship or transaction and other data in Vuit@ this Law;

4. conducting ongoing monitoring of the business retesthip including due
scrutiny of transactions undertaken throughoutdbierse of that relationship to
ensure that the transactions being conducted amsistent with the reporting
entity’s knowledge of the customer, the type ofibess and risk, including, as
necessary, information on the source of funds, hickvthe documents and data
available to the reporting entity must be kept oqutate.

(2) The reporting entities shall be obliged to defthe procedures for the implementation
of measures referred to in paragraph 1 in thepeet$ve internal enactments.

Obligation of Applying Customer Due Diligence Meastes
Article 9

(1) Under the conditions laid down in this Law, tle@orting entities shall be obliged to
conduct customer due diligence in the followingesas
1. when establishing a business relationship withstccuoer;
2. when carrying out each transaction amounting to HER}5,000.00 or more,
whether the transaction is carried out in a simgleration or several transactions
which clearly appear to be linked and reachingtal tealue of HRK 105,000.00
or more;
3. when there are doubts about the credibility andaigy of the previously obtained
customer or customer beneficial owner information;
4. in all instances when there are reasons for suspiof money laundering or
terrorist financing in relation to a transaction arcustomer, regardless of the
transaction value.

(2) With transactions referred to in paragraphtdmi2 of this Article performed on the
basis of a previously established business relgtipnwith the reporting entity, in
conducting customer due diligence the reportingtyeshall only verify the identity of
the customer, i.e. the persons who perform theséetion, and shall collect any missing
information as referred to in Article 25, paragr&pbf this Law.
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Customer Due Diligence when Establishing a Busineglationship
Article 10

(1) In establishing a business relationship wittuatomer, the reporting entities shall be
obliged to conduct the measures referred to inckei8, paragraph 1, items 1, 2 and 3 of
this Law before the establishment of the businelsdionship.

(2) By way of derogation from the provisions of theevious paragraph of this Article,
the reporting entities may also conduct the measwugferred to in Article 8, paragraph 1,
items 1 and 2 of this Law during the establishma&int business relationship with a
customer, should it be necessary not to interriyet asual manner of establishing
business relationships and if pursuant to Articlef this Law there is a negligible risk of
money laundering or terrorist financing.

(3) By way of derogation from the provisions of @gmraph 1 of this Article, the reporting

entities referred to in Article 4, paragraph 2mt&0 of this Law may when concluding

life insurance dealings identify the beneficiarydan the insurance policy even after
entering into an insurance contract, but no latantbefore or at the time of payout of the
insured amount, i.e. at the point when the inswaight-holder requires the payout of
the receipt, announces the intention of obtainihgaa on the basis of the policy, giving

it as collateral or capitalising on it.

Customer Due Diligence when Carrying out a Transaobn
Article 11

When carrying out transactions referred to in Aeti@, paragraph 1, item 2 of this Law,
the reporting entities shall be obliged to condowasures prescribed in Article 8,
paragraph 1, items 1, 2 and 3 before the carryutgsbthe transaction.

Obligation of Applying Customer Due Diligence Meastes
by Organisers of Lottery Games, Casino Games, Betity Games, Games of Chance
on Slot-Machines and Games of Chance on the Interher other
Telecommunication Means, i.e. Electronic Communic&ins

Article 12
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(1) Organisers of casino games shall conduct thesare of identifying the customer and
verifying the customer’s identity on customer’s rgninto the casino, collecting the
following information:

- name and surname of natural person, permanergsgjdliate and place of birth;

- identification number and name, number and narfé¢he body which issued the
identification document;

- date and time of entry into the casino.

(2) With the transaction referred to in Article @aragraph 1, item 2 of this Law, the
organisers of lottery games, casino games, begiarges and games of chance on slot
machines shall identify the customer and verify ittentity of the customer at the point
of performing the transaction at the cash regist@tecting the following information:

- name and surname of natural person, permanerdsgjdliate and place of birth;

- identification number and name, number and naifé¢he body which issued the
identification document;

(3) By way of derogation from the provisions cont&a in paragraph 2 of this Article, the
organiser of lottery games, casino games, bettaiges and games of chance on slot
machines shall be obliged to carry out due diligemeasures when there are reasons for
suspicion of money laundering or terrorist finamgcin relation with a customer, product
or transaction, even for transactions amountingRiK 105,000.00 and less on executing
the transaction at the cash register.

(4) The establishment of a business relationstigrned to in Article 9, paragraph 1, item

1 of this Law shall also include the registratidrac@ustomer to take part in the system of
organising games of chance with organisers arrgngiie games of chance on the
Internet or other telecommunications means, igctednic communications.

(5) At establishing business relationship refert@dn Article 9, paragraph 1, item 1 of
this Law, the organiser of games of chance on kernet or other telecommunications
means, i.e. electronic communications, shall collgmrmation referred to in paragraph
2 of this Article.

Refusing a business relationship and the conductingf a transaction
Article 13

(1) The reporting entity which is unable to conduowtasures referred to in Article 8,
paragraph 1, items 1, 2 and 3 of this Law shall betallowed to establish a business
relationship or to carry out a transaction, i.echsa reporting entity must terminate the
already established business relationship.

(2) In the cases referred to in paragraph 1 of Aniecle, the reporting entity shall notify

the Office of the refusal or termination of a besia relationship and the refusal to
conduct a transaction with all customer of transactlata collected to date in line with
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Article 42 of this Law.

Exemptions from Conducting Due Diligence Measuresof Some Products
Article 14

(1) Insurance companies licensed for the performaniclife insurance business, the
business units of insurance companies from thitchtrees licensed for the performance
of life insurance business, insurance companiem fraember-states which are to
establish a business unit in the Republic of Ceoatiare authorised to directly perform
life insurance business in the Republic of Crogtierpsion companies, as well as legal
and natural persons performing business or actigityinsurance representation or
intermediation for entering into life insurance egments, may be allowed not to conduct
the customer due diligence measures under thenol¢pcircumstances:
1. with contracting life insurance policies in whiatdividual premium instalment or
several insurance premium instalments to be paidinvone year does not exceed
a total kuna equivalent amount of EUR 1,000.0harases when single premium
payment does not exceed the kuna equivalent valE&/R 2,500.00;
2. with contracting pension insurances providing that:
a) types of insurance are being contracted wherehyg mot possible to
transfer the insurance policy to a third persomuse it as collateral for a
credit or loan, and
b) a contract is entered into with a closed-end pengiod if the employer
pays the contributions into the voluntary pensiandf on behalf of the
fund’s members.

(2) Companies for the issuance of electronic mormeynpanies for the issuance of
electronic money from another member-state andhbasiunits of foreign companies for
the issuance of electronic money may be allowedmaobnduct customer due diligence
measures in the following instances:

1. with issuing electronic money, if the single amoohfpayment executed for the
issuance of such a money, on an electronic dataecawhich may not be
recharged, does not exceed kuna equivalent valaking EUR 150.00;

2. with issuing electronic money and performing busswith it if the total amount
of the executed payments, stored on an electroaia darrier which may be
recharged, does not exceed kuna equivalent valtedling EUR 2,500.00
during the current calendar year, save for caseghinh the holder of electronic
money cashes out a kuna equivalent amount of EOB01)0 or more during the
same calendar year.

(3) The Minister of Finance may issue a rulebookr&scribe that a reporting entity may
be excluded from the obligation of conducting costo due diligence when conducting
certain transactions referred to in Article 9, pmaph 1, item 2 of this Law and in respect
of other products and transactions associatedtivim, which shall represent a negligent
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money laundering or terrorist financing risk.

(4) By way of derogation from the provisions conta in paragraphs 1, 2 and 3 of this
Article, the exclusion from conducting customer dliligence in respect of a customer,

product or transaction shall not be allowed whetdtare reasons for suspicion of money
laundering or terrorist financing.

Wire transfers
Article 15

(2) Credit and financial institutions, including comgeinvolved in certain payment
operations services or money transfers (hereinaétfarred to as the payment service
providers) shall be obliged to collect accurate emahplete data on the payer and include
them in a form or a message accompanying the waresfer, sent or received in any
currency. In doing so, data must follow the transfieall times throughout the course of
the chain of payment.

(2)  The Minister of Finance shall issue a rulebook tespribe content and type of
data to be collected on the payer and other olbigatof the payment service providers
and exceptions from the obligation of collectingadat money transfers representing a
negligible money laundering or terrorist financimgk.

3) The payment service provider, which shall act #&srimediaries or cash receivers,
shall refuse wire transfers failing to contain céetg data on the payer referred to in
paragraph 2 of this Article or shall ask for paglata supplement within a given deadline.

(4) The payment service providers may restrict or teat@ a business relationship
with those payment service providers who frequedy to meet the requirements
referred to in paragraphs 1 and 2 of this Articléh that they may alert them on such a
course of action before taking such measures. ayment service provider shall notify
the Office of a more permanent restriction or besgrelationship termination.

(5) The payment service provider, which shall act #&srimediaries or cash receivers,
shall consider a lack of payer information in riglatto the assessed level of risk as a
possible reason for implementing enhanced tramsectdue diligence measures, and
shall adequately apply provisions contained indté3, paragraphs 2 and 3 of this Law.

(6) The provisions contained in paragraphs 1 to SisfArticle shall pertain to wire
transfers conducted by both domestic and foreigmgat service providers.

(7)  When gathering data referred to in the Paragraph this Article, the payment

service providers shall identify the payer by usarg official identification document,
and credible and reliable sources of documentation.
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Section 3
CONDUCTING CUSTOMER DUE DILIGENCE MEASURES

Obtaining Information from the Reporting Entities
Article 16

(1) During the course of conducting customer dukgethice, the reporting entities
referred to in Article 4, paragraph 2 shall obtidie following data:

1. name and surname, permanent address, date of pigbe of birth, personal
identification number, name and number of the ifieation document issuing entity
for the following natural persons:

- natural person and natural person’s legal repraseef a craftsman or a
person involved in carrying out other independarsifess activity, who shall
establish a business relationship or conduct aaion, i.e. on whose behalf
the business relationship is being establishedt@msaction conducted;

- legal representative or a person authorised by pofvattorney who shall
establish a business relationship or conduct as&cion on behalf of the
legal person or another legal person and entityeneaplial to it from Article
21 of this Law;

- person authorised by poser of attorney requestirgprducting a transaction
for a customer;

- a natural person, a craftsman or a person carrgirtigother independent
business activity, for whom the lawyer, the lawnfiand the notary public,
and the auditing company, the independent audéggl and natural persons
involved in the performance of accounting serviaed tax advisory services
shall conduct business matters;

- a natural person in relation to whom there shalfd@sons for suspicion of
money laundering or terrorist financing, which @as shall be established by
a lawyer, a law firm and a notary public, and aditiyg firm, an independent
auditor, legal and natural persons involved ingkeeormance of accounting
services and tax advisory services;

2. name and surname, permanent address, date oflate of birth for the following
natural persons:

- natural person approaching a safe deposit box;

- natural person who is a member of another legagopeand an entity related
to it as referred to in Article 21 of this Law;

3. name, surname and permanent address for:

- natural person to whom the transaction shall tenuohd;

4. name and surname, permanent address, date of andhplace of birth of the
beneficial owner;

5. name, seat (street and number, place and coumtdypasiness registration number
(for a legal person, whereas the registration nunsh® be included for a craftsman
or a person carrying out other independent busiaessity if such a number has
been assigned to such a person) for:
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- alegal person establishing a business relatiormhgonducting a transaction,
i.e. a legal person on whose behalf a businessaes$hip is being established
or transaction conducted;

- craftsman or a person carrying out other indepenoigsiness activity;

- a legal person for whom a lawyer, a law firm, aangtpublic, an auditing
firm, an independent auditor, legal and naturalspes involved in the
performance of accounting services and tax adviseryices shall conduct
business matters;

- a craftsman or a person carrying out other indepeindusiness activity for
whom a lawyer, a law firm, a notary public, an iéing firm, an independent
auditor, legal and natural persons involved in gkeormance of accounting
services and tax advisory services shall condusinless matters;

- a legal person in relation to which there shallrbeasons for suspicion of
money laundering or terrorist financing, which @as shall be established by
a lawyer, a law firm and a notary public, and aditig firm, an independent
auditor, legal and natural persons involved ingkeormance of accounting
services and tax advisory services;

. name and seat for:

- alegal person or a craftsman to whom the trarmastiall be intended,;

- other legal persons and entities made equal to deemeferred to in Article
21 of this Law

. information on the purpose and intended naturé®hbiusiness relationship, including

information on customer’s business activity;

. date and time of:

- establishing a business relationship;

- approaching a safe deposit box;

. date and time of conducting a transaction, thestration amount and currency in
which the transaction is being executed, purpaseerftion) of the transaction, the
manner of transaction execution;

10.information on the source of funds, which are di e subject matter of a business

relationship or a transaction;

11.reasons for suspicion on money laundering or tetrébnancing.

(2) The Minister of Finance may issue a rulebook tosgnbe additional data the
reporting entities shall be obliged to supply fbe tpurposes of due diligence and
reporting the Office on transactions.

Sub-section 1
MEASURE OF IDENTIFYING THE CUSTOMER AND VERIFYING HE
CUSTOMER'’S IDENTITY
Identifying a Natural Person and Verifying the Natural Person’s Identity

Article 17
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(1) For a customer which is a natural person artdralperson’s legal representative,
and for a customer who is a craftsman or a perswolved in the performance of
another independent business activity, the reppsdintity shall identify the customer and
verify the customer’s identity through the collectiof data referred to in Article 16,

paragraph 1, item 1 of this Law through the exatmnaof official customer’s personal

identification document in customer’s presence.

(2) Should the reporting entity be unable to calkbe prescribed data from the official
personal identification document submitted, thesing data shall be collected from
other valid public documents submitted by the cu&lig i.e. directly from the customer.

(3) The reporting entity may identify the custonaed verify the customer’s identity in
cases when the customer is a natural person,hieepérson’s legal representative, a
craftsman and a person involved in the performapicether independent business
activity in other ways, should the Minister of Fmt& prescribe so in a rulebook.

(4) In instances in which the customer is a cradtsnor a person involved in the
performance of other independent business actithigyreporting entity shall collect data
defined in Article 16, paragraph 1, item 5 of th&w in keeping with the provisions
contained in Article 18 of this Law.

(5) Should the reporting entity have suspicion migirthe course of identifying the
customer and verifying the customer’s identity at@dance with the provisions of this
Article as to the veracity of data collected ordibdity of the documents and other
business documentation from which data was coliediee reporting entity is to also
require the customer to give a written statement.

Identifying a Legal Person and Verifying the LegalPerson’s Identity
Article 18

(1) For a customer who is a legal person, the tempentity shall identify the customer
and verify the customer’s identity through the eotion of data referred to in Article
16, paragraph 1, itemd this Law by examining the original or notariggtbtocopy
of documentation from court or other public regigieesented by the legal person’s
legal representative or person authorised by paivattorney.

(2) At the time of submission, the documentaticienred to in paragraph 1 must not be
more than three months old.

(3) The reporting entity may identify the legal g&@m and verify the legal person’s

identity through the collection of data referredridArticle 16, paragraph 1, itemd
this Law through a direct examination of court trey public register. On the excerpt
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from the register examined, the reporting entitylisiput date, time, name and
surname of the examiner. The reporting entity skegp the excerpt from the register
in keeping with the provisions of this Law concegndata protection and keeping.

(4) The reporting entity shall collect other dagderred to in Article 16, paragraph 1 of
this Law, save for data on beneficial owner, thiotige examination of original or
notarised photocopies of documents and other bssidecumentation. Should the
documents and documentation referred to be inseffifico enable the collection of
all data from Article 16, paragraph 1 of this Laiwe reporting entity shall collect the
missing data, save for data on beneficial owneectly from the legal representative
or the person authorised by power of attorney.

(5) Should the reporting entity have any suspidalomning the course of identifying the
legal person and verifying the legal person’s idgnas to the veracity of data
collected or credibility of the documents and otlheisiness documentation from
which data was collected, the reporting entity & dlso require the legal
representative or the person authorised by poweatwfrney to give a written
statement prior to the establishment of a busimekgionship or execution of a
transaction.

(6) While verifying customer’s identity on the basif paragraphs 1 and 3 of this Article,
the reporting entity must first check the natureaotgister from which the reporting
entity shall take data for the identity verificatipurposes.

(7) Should the customer be a legal person perfagusiness activity in the Republic of
Croatia through its business unit — a branch, #ponting entity shall identify the
foreign legal person and its branch and verifyrthespective identities.

Identifying a legal person’s legal representative rd verifying the legal
representative’s identity

Article 19

(1) The reporting entity shall identify a legalrpen’s legal representative and verify the
legal representative’s identity through the colattof data referred to in Article 16,
paragraph 1, item Df this Law through examination of a personal ideation
document of the legal representative in his/hersgmee. Should the document be
insufficient to enable the collection of all prebed data, the missing data shall be
collected from other valid public document propobgdhe customer, i.e. supplied by the
legal representative.

(2) Should the reporting entity have any suspialoning the course of identifying the

legal representative and verifying the legal repnéative’s identity as to the veracity of
the collected data, the reporting entity is to aksguire the legal representative to give a

19



written statement.

Identifying a legal or natural person’s person autlorised by power of attorney and
verifying the identity of the person authorised bypower of attorney

Article 20

(1) Should a person authorised by power of attorbey establishing a business
relationship on behalf of a legal person insteatheflegal person’s legal representative
referred to in Article 19 of this Law, the repodirentity shall identify the person
authorised by power of attorney and verify suchspeis identity by collecting data
provided for in Article 16, paragraph 1, item ltbis Law through the examination of an
official personal identification document of thergen authorised by power of attorney in
his/her presence.

(2) Should the document be insufficient to enabkdollection of all prescribed data, the
missing data shall be obtained from other validlipudlocument submitted by the person
authorised by power of attorney, i.e. directly frtms person. The reporting entity shall
collect data referred to in Article 16, paragraphitém 1 of this Law on the legal
representative who issued a power of attorney dralbef the legal person on the basis
of data included in the notarised power of attorney

(3) Should a person authorised by power of attowmyduct transactions referred to in
Article 9, paragraph 1, item 2 of this Law on bélwdla customer who is a legal person, a
natural person, a craftsman or a person involvetierperformance of other independent
business activity, the reporting entity shall idgnthe person authorised by power of
attorney and verify such person’s identity via todlection of data referred to in Article
16, paragraph 1, item 1 of this Law.

(4) The reporting entity shall collect data referte in Article 16, paragraph 1, items 1
and 5 of this Law on the customer on whose behaifpgerson authorised by power of
attorney shall act, which data shall be collectaditee basis of the notarised power of
attorney.

(5) Should the reporting entity have suspicion migithe course of identifying the person

authorised by power of attorney and verifying spehson’s identity as to the veracity of
the collected data, the reporting entity is to absguire the person’s written statement.

Identifying other legal persons and entities madequal to them and verifying their
respective identities
Article 21

(1) In cases of NGOs, endowments and foundatiodso#éimer legal persons who do not
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perform economic activity, as well as in cases a@fgious communities and NGOs
without properties of a legal person and othertiestiwithout legal personality but
independently appearing in legal transactionsréperting entities shall be obliged to:
1. identify the person authorised to represent, aerepresentative and verify
representative’s identity;
2. obtain a power of attorney for representatiorppses;
3. collect data referred to in Article 16, paradrdp items 1, 2 and 6 of this Law.

(2) The reporting entity shall identify the repnetive and verify the representative’s
identity referred to in paragraph 1 of this Articla the collection of data referred to in
Article 16, paragraph 1, item 1 of this Law throutife examination of an official
personal identification document of the represérgain his/her presence. Should the
document be insufficient to collect all prescrilzida, the missing data shall be collected
from other valid public document submitted by thepresentative, i.e. from the
representative directly.

(3) The reporting entities shall collect data reddrto in Article 16, paragraph 1, item 2
of this Law on each natural person who is a mermaban NGO or other entity referred to
in paragraph 1 of this Article from a power of att®y issued for representation purposes
and submitted by the representative to the repgprimity. Should the authorisation be
insufficient to enable the collection of all da&derred to in Article 16, paragraph 1, item
2 of this Law, the missing data shall be colledtedh the representative directly.

(4) Should the reporting entity have suspicion migithe course of identifying the person
referred to in paragraph 1 of this Article and fygénig such person’s identity as to the
veracity of the collected data or the credibility documents from which data was
collected, the reporting entity must also requine tepresentative to give a written
statement before the establishment of a busindasioreship or the execution of a
transaction.

Special Customer Identification and Identity Verification Cases
Article 22

(1) For the purpose of implementing the provisicnatained in Article 9 of this Law,
identity of customers also must be establishedvanified on each customer’s use of a
safe deposit box.

(2) During the course of identifying customers ba basis of paragraph 1 of this Article
and verifying such customers’ identity, the repagtentity involved in business activity
of safekeeping items in safe deposit boxes shdlikéctodata referred to in Article 16,

paragraph 1, item 2 of this Law.

(3) The provisions contained in this Article in pest of the obligation to identify a
customer when using a safe deposit box shall pettaall natural persons who actually
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use the safe deposit box, regardless of whethér @person is the actual user of the safe
deposit box as per the safe deposit box use contvacsuch a person’s legal
representative or person authorised by power ofregt.

Sub-section 2
THE BENEFICIAL OWNER IDENTIFICATION MEASURE

Customer’s Beneficial Owner

Article 23

(1) The beneficial owner shall be:
1. with legal persons, branches, representative affeoed other entities subject to
domestic and foreign law made equal with a legedqe
- the natural person who ultimately owns or conteolggal entity through
direct or indirect ownership or a natural persorowbntrols a sufficient
percentage of shares of voting rights in that Iggabon, and a percentage
of 25 per cent plus one share shall be deemedcwuifito meet this
requirement,
- a natural person who otherwise exercises contrel avanagement of a
legal person;
2. with legal persons, such as endowments and legakdctions such as trust
dealings which administer and distribute monies:

- where the future beneficiaries have already bederméned, the
natural person who is the beneficial owner of 25¢4mmre of the
property rights of the legal transaction,

- where natural or legal persons who will benefitnirahe legal
transactions have yet to be determined, the persornghose main
interest the legal transaction or legal persorisip or operates;

- natural person who exercises control over 25% aembthe property
rights of the legal transaction.

3. a natural person who shall control another natpeakon on whose behalf a
transaction is being conducted or an activity prenfed.

Identifying Customer’s Beneficial Owner
Article 24
(1) The reporting entity shall identify customelsneficial owner which shall be a legal
person, a representative office, a branch, anahgty subject to domestic or foreign

law made equal with a legal person through theecttin of data prescribed in Article
16, paragraph 1, item 4 of this Law.
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(2) The reporting entity shall collect data refdri® in paragraph 1 of this Article
through the examination of the original or notatiskocuments from a court or other
public register, which may not be more than thrematins old.

(3) The reporting entity may collect data refertedn paragraph 1 of this Article also
through direct examination of court or other pulskgister while taking account of the
provisions contained in Article 18, paragraphs 8 arof this Law.

(4) Should the court or other public register bsufficient to enable the collection of

data on customer’s beneficial owner, the reporéngty shall collect the missing data

through the examination of the original or notattisdocuments and other business
documentation supplied to the reporting entity bg tegal representative or person
authorised by power of attorney.

(5) Should it arise that the missing data for otdyecreasons cannot be collected in the
manner set forth in paragraphs 2, 3 and 4 of thigla, the reporting entity shall collect
data directly from a written statement given by ¢histomer’s legal representative or the
person authorised by power of attorney as refawea paragraph 1 of this Article.

(6) The reporting entity must collect data on ttenate beneficial owner of a customer
referred to in paragraph 1 of this Article. Theadmg entity shall check the collected
data in the manner that enables the reportingyetatihave knowledge of the ownership
structure and control of the customer to an extieait meets the criterion of satisfactory
knowledge of beneficial owners, depending on rsseasment.

Sub-section 3
MEASURE OF COLLECTING INFORMATION ON THE PURPOSE AN
INTENDED NATURE OF THE BUSINESS RELATIONSHIP OR TRISACTION,
AND OTHER INFORMATION AS PER THIS LAW

Data collection
Article 25
(1) Within the framework of customer due diligerdigring the course of establishing a
business relationship referred to in Article 9, gmuaph 1, item 1 of this Law, the
reporting entity shall collect information referrémlin Article 16, paragraph 1, items 1,
4,5, 7 and 8 of this Law.
(2) Within the framework of customer due diligeneigh each transaction totalling HRK

105,000.00 and more, regardless of whether thedrcdion is made as a single operation
or as several transactions which clearly appedinied as referred to in Article 9,
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paragraph 1, item 2 of this Law, the reportingtgrghall collect information referred to
in Article 16, paragraph 1, items 1, 3, 4, 5, 6 @raf this Law.

(3) Within the framework of customer due diligemcenstances when there is suspicion
as to the credibility and veracity of the previgusbllected information on customers or
the beneficial owner, and in all instances whengtae reasons to have suspicion of
money laundering or terrorist financing associatgith a transaction or a customer as
referred to in Article 9, paragraph 1, items 3 dmaf this Law, the reporting entity shall
collect information referred to in Article 16, pgraph 1 of this Law.

Sub-section 4
MEASURE OF THE BUSINESS RELATIONSHIP MONITORING

Measure of Ongoing Monitoring of the Business Relanship
Article 26

(1) The reporting entity shall be obliged to exsecdue care in monitoring of business
activity the customer shall conduct with the repgytentity, thereby ensuring the

knowledge of the customer, including the knowledgfe the source of funds at

customer’s disposal for doing business.

(2) The reporting entity shall be obliged to monibaisiness activities conducted by the
customer with the reporting entity through the aggtion of the following measures:

1. monitoring and scrutinising the compliance of cus#os business with the
intended nature and purpose of the business ne#dip the customer had
established with the reporting entity;

2. monitoring and scrutinising the compliance of sesrof funds with the intended
source of funds the customer had indicated at stebbshment of the business
relationship with the reporting entity;

3. monitoring and scrutinising the compliance of cuoso's operations or
transactions with the customer's usual scope ofinless operation or
transactions;

4. monitoring and updating the collected documentsiafatmation on customers,
including the carrying out of repeated annual custiodue diligence in instances
set forth in Article 27 of this Law.

(3) The reporting entity shall be obliged to enstirat the scope, i.e. the frequency of
conducting measures referred to in paragraph hisfArticle be adapted to the money
laundering or terrorist financing risk to which theporting entity shall be exposed during
the course of conducting individual business urad@ngs, i.e. during the course of doing
business with individual customers, in keeping wiita provisions contained in Article 7

of this Law.
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Repeated Annual Foreign Legal Person Due Diligence
Article 27

(1) Should a foreign legal person have a businekgionship established or conduct
transactions referred to in Article 9, paragraphitdms 1 and 2 of this Law with a

reporting entity, the reporting entity shall, ind#n to the application of business
activities monitoring measures laid down in Artic of this Law, be obliged to

regularly at least once a year, and no later tlfi@n the expiration of one year since the
last customer due diligence had been conductedjuobrthe repeated annual foreign
legal person due diligence.

(2) By way of derogation from the provisions cont& in paragraph 1 of this Article,
the reporting entity shall be obliged to regulaatyleast once a year, and no later than
after the expiration of one year since the lastaruer due diligence had been conducted,
carry out a repeated customer due diligence alsenwtime customer, conducting
transactions referred to in Article 9, paragraphtdm 2 of this Law, shall be a legal
person seated in the Republic of Croatia and wsth 2nd greater ownership stake held
by:
1. a foreign legal person which does not perform ona$ allowed to perform
trading, production or other activities in the doit@ country of registration;
2. a trust or other similar foreign law company withkaown, i.e. hidden owners,
secret investors or managers.

(3) The repeated customer due diligence referrad paragraphs 1 and 2 of this Article
shall encompass:

1. gathering and scrutinising information on the naraddress and seat of the
foreign legal person from paragraphs 1 and 2 af Anticle;

2. gathering and scrutinising information on the namm@iname and permanent
address of the foreign legal person’s legal represiwe from paragraphs 1 and 2
of this Article;

3. gathering and scrutinising information on the benaf owner of the foreign
legal person from paragraphs 1 and 2 of this Agticl

4. obtaining a new power of attorney referred to iidde 20, paragraph 4 of this
Law.

(4) With the execution of transactions referredtéurticle 9, paragraph 1, item 2 of this
Law on behalf and for the account of a foreign lggerson, i.e. its business unit, a
branch or a representative office conducting thedactions with the reporting entity, the
reporting entity shall gather information listedréwnder during the course of the
repeated foreign legal person due diligence, int@adto the information set forth in
paragraph 3 of this Article:

1. information on the address and seat of the forlggal person’s business unit;

2. information on name, surname and permanent addregbe foreign legal

person’s business unit’s legal representative.
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(5) The reporting entity shall gather informati@fiarred to in paragraph 3, items 1, 2 and
3 of this Article via the examination of the originor notarised photocopies of

documentation from court or other public registérickhi documentation may not be more
than three months old, i.e. via a direct examimatibthe court or other public register.

(6) Should the manner described in paragraph BisfArticle be insufficient to allow the
collection of all required information, the repadi entity shall collect the missing
information from the original or notarised photomspof documents and other business
documentation supplied to the reporting entity by toreign legal person referred to in
paragraphs 1 and 2 of this Article.

(7) Should the missing information may not be aile in the prescribed manner for
objective reasons, the reporting entity shall abllsuch information directly from a
written statement given by the foreign legal peisdagal representative referred to in
paragraphs 1 and 2 of this Article.

(8) The reporting entity shall not be permittecdctmduct transactions for a customer for
which the reporting entity has not conducted dkethin conducting the repeated annual
customer due diligence in keeping with this Article

(9) By way of derogation from the provisions con&l in paragraph 1 of this Article, the
repeated annual foreign legal person due diligesta@l not be required if the foreign
legal person is a reporting entity referred to midde 35, paragraph 1 of this Law.

Section 4
CUSTOMER DUE DILIGENCE THROUGH THIRD PERSONS

Entrusting a Third Party with Conducting Due Diligence
Article 28

(1) Under the conditions provided for in this Laat, establishing business relationship
with a customer the reporting entity may entrusthd party with identifying the
customer and verifying the customer’s identity,niiying the beneficial owner of the
customer, collecting information on the purpose ameénded nature of the business
relationship or a transaction in keeping with Agi8, paragraph 1, items 1, 2 and 3 of
this Law.

(2) The reporting entity must first check whethernomt the third party who shall be
entrusted with the conducting of customer due éilige measures meets all requirements
prescribed by this Law.

(3) The reporting entity shall not be permitted docept customer due diligence
conducted by a third party on behalf of the repgrentity as adequate, if the third party
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conducted the identification and identity verificst measure within the due diligence
exercise without customer’s presence.

(4) Should it arise that a third person conductestamer due diligence lieu of the
reporting entity, such person shall also be acahlatfor meeting the obligations as per
this Law, including the obligation of reporting dransactions in relation to which
suspicion of money laundering or terrorist finamgcishall exist and the obligation of
keeping data and documentation.

(5) The responsibility for conducting due diligenoeasures entrusted with a third party
shall still rest with the reporting entity.

(6) The Minister of Finance shall prescribe in éebook who may be a third person,
terms and conditions under which the reportingtiestishall be allowed to entrust the
conducting of customer due diligence with a thiretgon, the manner in which the
reporting entities shall be enabled to obtain datd documentation prescribed in this
Law from a third person, and instances in which tlporting entities shall not be
permitted to entrust a third person with conductingtomer due diligence.

Section 5
SPECIAL FORMS OF CUSTOMER DUE DILIGENCE

General Provisions
Article 29

(1) Customer due diligence shall as a rule be coieduin keeping with the provisions
contained in Article 8, paragraph 1 of this Law,endnas special forms of customer due
diligence shall be carried out for cases definethis/Law, including:

1. enhanced customer due diligence;

2. simplified customer due diligence.

Sub-section 1
ENHANCED CUSTOMER DUE DILIGENCE
General Provisions
Article 30
(1) In addition to the measures referred to in&eti8, paragraph 1 of this Law, enhanced
customer due diligence shall include additional sneas provided for by this Law for the

cases as follows:
1. the establishment of a correspondent relationshtp & bank or other similar
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credit institution seated in a third country;

2. the establishment of a business relationship orctivelucting of a transaction
referred to in Article 9, paragraph 1, items 1 &ndf this Law with a customer
who is a politically exposed person as referreith trticle 32 of this Law;

3. in instances when the customer was not presenelisop during identification
and identity verification of the person during tteurse of due diligence measures
implementation.

(2) The reporting entity shall be obliged to condeshanced customer due diligence in
all instances covered in paragraph 1 of this Aeticl

(3) The reporting entity may apply an enhanced aust due diligence measure or
measures in other circumstances when it shall deeancordance with the provisions of
Article 7 of this Law that there shall exist or rigexist a great degree of money
laundering or terrorist financing risk, due to th&ture of the business relationship, the
form and manner of transaction execution, busimeséile of the customer or other

circumstances associated with the customer.

Correspondent Relationships with Credit Institutions from Third Countries
Article 31

(1) At establishing a correspondent relationship withaak or other credit institution
seated in a third country, the reporting entityalklbe obliged to conduct measures
referred to in Article 8, paragraph 1 within tharfrework of enhanced customer due
diligence and additionally gather the following aanhformation and documentation:

1. date of issuance and validity period of license tfee performance of banking
services, as well as the name and seat of the dentpthird country license
issuing body;

2. description of the implementation of internal prdeees relative to money
laundering and terrorist financing prevention andtedtion, notably the
procedures of customer identify verification, beciaf owners identification,
reporting the competent bodies on suspicious tcioses and customers, keeping
records, internal audit and other procedures thpedive bank, i.e. other credit
institution passed in relation with money laundgriand terrorist financing
prevention and detection;

3. description of the systemic arrangements in thkel fc¢ money laundering and
terrorist financing prevention and detection ireetfin the third country in which
the bank or other credit institution has its seahavhich it was registered;

4. a written statement confirming that the bank oreottredit institution does not
operate as a shell bank;

5. a written statement confirming that the bank orweottredit institution neither has
business relationships with shell banks establisined does it establish
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relationships or conduct transactions with shetiksa

6. a written statement confirming that the bank orottredit institution falls under
the scope of legal supervision in the country e@irtlseat or registration, and that
they are obliged to apply legal and other regufstion the field of money
laundering and terrorist financing prevention ardedtion in keeping with the
effective laws of the country.

(2) A reporting entity’s employee involved in edtshing correspondent relationships
referred to in paragraph 1 of this Article and mmgnthe enhanced customer due
diligence procedure shall be obliged to obtain attew consent from the superior
responsible person of the reporting entity priorthe establishment of the business
relationship.

(3) The reporting entity shall gather data referregharagraph 1 of this Article through
the examination of public or other available resprde. through the examination of
documents and business documentation supplied bgn& or other credit institution
seated in a third country.

(4) The reporting entity shall not be permittedesiablish or to extend a correspondent
relationship with a bank or other credit institutiseated in a third country should:

1. the reporting entity falil to first gather data meésl to in paragraph 1, items 1, 2, 4,
5 and 6 of this Article;

2. the employee fail to first obtain written conserdnfi the superior responsible
person of the reporting entity for the purposesesifablishing a correspondent
relationship;

3. the bank or other credit institution seated iniedtibountry be without a money
laundering and terrorist financing prevention amdedtion system in place or if
the laws of the third country in which the saidtitugions shall be seated or
registered shall not require the institutions t@lgplegal and other adequate
regulations in the field of money laundering armaldast financing prevention and
detection;

4. the bank or other credit institution seated in iadtltountry operate as a shell
bank, i.e. if it establishes correspondent or othesiness relationships and
conducts transactions with shell banks.

Foreign Politically Exposed Persons
Article 32

(1) The reporting entities shall be obliged to gpah adequate procedure to determine
whether or not a customer is a foreign politicakposed person.

(2) The procedure referred to in paragraph 1 shalldefined through an internal
reporting entity’'s enactment taking account of glites given by the competent
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supervisory body referred to in Article 83 of thesw.

(3) A foreign politically exposed person referredn paragraph 1 of this Article shall be
any natural person with permanent address or habyggidence in a foreign country who
shall act or had acted during the previous yeayéars) at a prominent public function,
including their immediate family members, or pes&mown to be close associates of
such persons.

(4) Natural persons who shall act or had actedpabainent public function shall be:

a) presidents of countries, prime ministers, minist@nsl their deputies or
assistants;

b) elected representatives of legislative bodies;

c) judges of supreme, constitutional and other highrtsoagainst whose
verdicts, save for exceptional cases, legal rensatiy not be applied;

d) judges of financial courts and members of centaakicouncils;

e) foreign ambassadors, consuls and high rankingesffiof armed forces;

f) members of management and supervisory boards ergament-owned or
majority government-owned legal persons.

(5) The immediate family members referred to inagaaph 3 of this Article shall be:
spouses or common-law partners, parents, siblaggsvell as children and their spouses
or common-law partners.

(6) The close associate referred to in paragrapi tBis Article shall be any natural
person who shall share common profits from propayan established business
relationship, or a person with which the persoemeid to in paragraph 3 of this Article
shall have any other close business contacts.

(7) Should the customer who shall establish a lessinrelationship or conduct a
transaction, i.e. should the customer on whose lb#te business relationship is being
established or the transaction conducted be agiorpolitically exposed person, the
reporting entity shall in addition to the measureferred to in Article 8, paragraph 1 of
this Law also take actions listed hereunder witthe framework of the enhanced
customer due diligence:

1. gather data on the source of funds and propertgiwaie or will be the subject
matter of the business relationship or transactfoorn documents and other
documentation supplied by the customer. Shoula itnfpossible to collect data
in the described manner, the reporting entity shallect data directly from a
customer’s written statement;

2. an employee of the reporting entity who shall rtae procedure of business
relationship establishment with a customer who feraign politically exposed
person shall mandatorily obtain written consentrfrthe superior responsible
person before establishing such a relationship;

3. after the establishment of the business relatignstie reporting entity shall
exercise due care in monitoring transactions arterotbusiness activities
performed by a foreign politically exposed persathwhe reporting entity.
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Customer’s Absence during Identification and Identty Verification
Article 33

(1) If the customer was not physically present witie reporting entity during the
identification and identity verification, in addt to the measures referred to in Article 8,
paragraph 1 of this Law, the reporting entity shml obliged to conduct one or more
additional measures referred to in paragraph hisfArticle within the framework of the
enhanced customer due diligence.

(2) At customer identification and identity verditton as referred to in paragraph 1 of
this Article, the reporting entity shall be obligéal apply the following supplementary
enhanced due diligence measures:

1. collect additional documents, data or informatiom the basis of which the
customer’s identity shall be verified,;

2. additionally verify the submitted documents or aiddially certify them by a
foreign credit or financial institution referred o Article 3, items 12 and 13 of
this Law;

3. apply a measure whereby the first payment withenlibsiness activity is carried
out through an account opened in the customer’senaith the given credit
institution.

(3) The establishment of a business relationshiphomt physical presence of the
customer shall not be permitted, unless the repprentity shall apply the measure set
forth in paragraph 2, item 3 of this Article.

New technologies
Article 34

(1) Credit and financial institutions shall be gield to pay a special attention to any
money laundering and/or terrorist financing risk ieth may stem from new
technologies enabling anonymity (Internet bankidgM use, tele-banking, etc.) and
put policies in place and take measures aimed avepting the use of new
technologies for the money laundering and/or t&stdinancing purposes.

(2) Credit and financial institutions shall be gigld to have policies and procedures
in place for risks attached with a business refatp or transactions with non face to
face customers and to apply them at the establishofea business relationship with

a customer and during the course of conductingooust due diligence measures,
respecting the measures set forth in Article 3thisf Law
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Sub-section 2
SIMPLIFIED CUSTOMER DUE DILIGENCE

General Provisions
Article 35

(1) By way of derogation from the provisions con& in Article 8, paragraph 1 of this
Law, the reporting entities may at establishinglibsiness relationship and at conducting
transactions referred to in Article 9, paragraphtdms 1 and 2 of this Law, except in
instances when there are reasons for suspicioroaeynlaundering or terrorist financing
in relation to a customer or a transaction, condusimplified customer due diligence, if
the customer is:
1. reporting entity referred to in Article 4, paragnap, items 1, 2, 3, 6, 7, 8, 9 and
10 of this Law or other equivalent institutions endhe condition that such an
institution shall be seated in a member-statetbird country;
2. state bodies, local and regional self-governmemlids) public agencies, public
funds, public institutes or chambers;
3. companies whose securities have been accepted radedt on the stock
exchanges or the regulated public market in ongegeral member-states in line
with the provisions in force in the European Uniae, companies seated in a
third country whose securities have been acceptet teaded on the stock
exchanges or the regulated public market in a mewwdaantry or a third country,
under the condition that the third country have tleclosure requirements in
effect in line with the legal regulations in thergpean Union;
4. persons referred to in Article 7, paragraph 5 af thaw for which a negligent
money laundering or terrorist financing risk stedist.

(2) By way of derogation from the provisions contl in paragraph 1 of this Article, a
reporting entity establishing a correspondent i@hahip with a bank or other credit

institution seated in a third country shall condilet enhanced customer due diligence in
keeping with the provisions contained in Article p@ragraph 1, item 1 of this Law.

Gathering and Verifying Customer Information
Article 36
(1) By way of derogation from the provisions con& in Article 8, paragraph 1 of this
Law, the simplified customer due diligence refertedn Article 35 paragraph 1 of this
Law shall encompass gathering and verifying certéata on the customer, business
relationship and transaction.

(2) Within the framework of the simplified custonhre diligence, the reporting entities
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shall be obliged to gather the following data:
1. at establishing a business relationgkeiferred to in Article 9, paragraph 1, itenofl
this Law:

- name, address, seat and business registration nuofbie legal person
establishing the business relationship, i.e. thallperson on whose behalf the
business relationship is being established;

- name and surname of the legal representative ersop authorised by power
of attorney who establishes business relationshipeatalf of the legal person;

- purpose and intended nature of the business netdtip and date of the
relationship establishment;

2. at conducting transactions referred to in Aeti@| paragraph 1, item 2 of this Law:

- name, address, seat and business registrationenwhlhe legal person for
whom a transaction is being conducted;

- name and surname of the legal representative ersop authorised by power
of attorney who conducts the transaction on bedfalie legal person;

- date and time of transaction execution;

- transaction amount and currency in which the tretihwa is being executed,;

- manner of transaction execution;

- purpose of the transaction;

- name and seat of a legal person to whom the traosas intended.

(3) The reporting entity shall gather informatiaferred to in paragraph 2 of this Article
through examination of original or notarised photges of excerpts from a court of
other public register supplied to the reportingtgridy the customer, i.e. through a direct
examination of a court or other public register

(4) Should the manner described in paragraph BisfArticle be insufficient to enable
the collection of all required data, the reportergity shall gather the missing data from
the documents and other business documentationigedror supplied by the customer
to the reporting entity. If for objective reasote tmissing data cannot be obtained in
such a manner either, the reporting entity shalhgyadata on the basis of a written
statement given by the customer’s legal represeatat

(5) Documentation referred to in paragraphs 3 antithis Article must not be more than
three months old at the submission to the repogmtgy.
Section 6
LIMITATIONS IN DOING BUSINESS WITH CUSTOMERS
Prohibition of the Use of Anonymous Products

Article 37

The reporting entities shall not be allowed to qpesue or keep anonymous accounts,
coded or bearer passbooks for customers, i.e. atf@nymous products which would
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indirectly or directly enable the concealment aftouner’s identity.

Prohibition of Doing Business with Shell Banks
Article 38

The reporting entities shall be prohibited fromabsishing or continuing correspondent
relationships with a bank which operate or coul@érafe as a shell bank or with other
similar credit institutions known to enter into agments on opening and keeping
accounts with shell banks.

Restrictions in Cash Operations
Article 39

() In the Republic of Croatia, cash collectionsezding the amount of HRK 105,000.00
or in the arrangements with non-residents valueextess of EUR 15,000.00, shall not
be permitted at:

- selling goods and rendering services;
sales of real-estate;
receiving loans;
selling negotiable securities or stakes.

(2) The limitation of receiving cash payments reddrto in paragraph 1 of this Article
shall also be in effect in instances when the paynagth the said transaction shall be
conducted in several interrelated cash transacjmingy exceeding HRK 105,000.00,
i.e. a value of EUR 15,000.00.

(3) The cash collection limitation shall pertainaib legal and natural persons who shall
receive cash through the said transactions dutiegperformance of their registered
business activities.

(4) The collections exceeding the amounts presdripeparagraphs 1 and 2 of this

Article must be conducted via non-cash means thir@fank account, unless provided
for otherwise in another law.

Section 7
REPORTING TRANSACTIONS TO THE OFFICE

Cash Transactions Reporting Requirement and Deadlies
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Article 40

(1) The reporting entities shall be obliged to mepbe Office on each transaction being
conducted in cash totalling HRK 200,000.00 and momeediately, and no lather than
within three days upon the execution of the tratisac

(2) When reporting the Office on a cash transactioa reporting entities shall undertake
to supply data referred to in Article 16, paragrdpltems 1, 3, 5, 6 and 9 of this Law in
the manner to be prescribed by the Minister of koeain a rulebook.

(3) The Minister of Finance may issue a ruleboolalsn prescribe additional data the
reporting entity shall undertake to obtain for thepose of reporting the Office on cash
transactions.

(4) The Minister of Finance may issue a rulebookptescribe the conditions under
which the reporting entities for certain customshall not be obliged to supply the
Office with data on cash transactions referrechtparagraph 1 of this Article.

Obligation concerning the production of a list of ndicators for the detection of
suspicious transactions and customers in relatiorotwhich reasons for suspicion of
money laundering or terrorist financing shall exist

Article 41

(1) The reporting entities referred to in Articleparagraph 2 of this Law shall be obliged
to produce a list of indicators for the detectidrsospicious transactions and customers
in relation with which reasons for suspicion of ragriaundering or terrorist financing
shall exist.

(2) During the course of production of the listinflicators referred to in the previous
paragraph of this Article, the reporting entitidsal first of all take account of the

specific features to their respective operationd #Hre characteristics of a suspicious
transaction referred to in Article 42, paragrapf this Law.

(3) During the course of determining the reasomssitspicion of money laundering or
terrorist financing and other circumstances therdd reporting entities shall be obliged
to use the list of indicators referred to in paggdr 1 of this Article as basic guidelines
for determining the reasons for suspicion of moaeydering and terrorist financing.

(4) The list of indicators referred to in paragrdphbf this Article shall be an integral part
of the reporting entity’s internal enactments, #mel reporting entities shall be obliged to
upgrade and adapt the list in accordance with tbieey laundering trends and typologies
known to them, as well as with circumstances stamgrfiom the operations of the given
reporting entity.
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(5) The Office, the Financial Inspectorate, the Rakninistration, the Croatian National
Bank, the Croatian Financial Services Supervisiggemky, the Croatian Chamber of
Notaries Public, the Croatian Bar Association, @reatian Tax Advisors Chamber, and
associations and societies whose members shalbliged to observe this Law shall
cooperate with the reporting entities for the pggof producing the list of indicators
referred to in paragraph 1 of this Article.

(6) The Minister of Finance may issue a speciaklyabk to prescribe mandatory
inclusion of individual indicators into the list ofdicators for the detection of suspicious
transactions and customers in relation to whichsopa for suspicion of money
laundering or terrorist financing shall exist.

Requirement and Deadlines for Reporting on Suspicigs Transactions and Persons
Article 42

(1) The reporting entities shall be obliged to agfrfrom the conducting of a transaction
for which the reporting entity shall know or suspéc be connected with money
laundering, i.e. terrorist financing. The reportiagtity shall be obliged to notify the
Office on such a transaction without any undue ydékfore the transaction execution,
and to indicate in the report the reasons for simpiof money laundering or terrorist
financing, as well as the deadline within which tfansaction is to be conducted.

(2) The reporting entity shall be obliged to notife Office of the intention or plan to
conduct the suspicious transaction referred to aragraph 1 of this Article
notwithstanding of whether or not the transacti@s \wubsequently conducted.

(3) Exceptionally, if the reporting entity was riatposition to notify the Office of the
suspicious transaction before its execution inamses referred to in paragraphs 1 and 2
of this Article due to the nature of the transatta due to the fact that the transaction
was not executed or for other justified reasons,rédporting entity shall be obliged to
report the Office subsequently, and no later thenrtext business day. The suspicious
transaction report is to substantiate the reasonswhich the reporting entity was
objectively unable to comply with what was presedb

(4) The reporting entities must supply the Officeétwthe suspicious transaction reports
containing data as referred to in Article 16, paapgd 1 of this Law by phone, fax or in

other adequate manner before the conducting @nsaction, and after the conducting of
transaction in the manner to be prescribed by thaskr of Finance in a rulebook.

Should reporting entities fail to supply a writtemspicious transaction report, they shall
do so subsequently, and no later than next busid@gsThe reporting entity and the

Office are to produce a note on a report which massupplied in writing.

(5) In the report referred to in the previous paaph of this Article, the reporting
entities shall undertake to indicate and substantiee reasons referred to in paragraph 7,
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items 1, 2, 3 and #f this Article which shall point to the existence of reasons for
suspicion of money laundering or terrorist finamgcin relation with a transaction or a
customer.

(6) The Minister of Finance may issue a rulebookptescribe additional data the
reporting entity shall undertake to supply for {marpose of reporting the Office on
suspicious transactions.

(7) The suspicious transaction referred to in papigs 1 and 2 of this Article shall be
any attempted or conducted cash and non-cash ttamsarrespective of the value and
the execution manner, if the reporting entity shalbw, suspect or have grounds to
suspect that:

1. the transaction involves funds stemming from illegetivities or is linked with
terrorist financing given the ownership, naturayrse, location or control of such
funds;

2. the transaction by its properties associated vghstatus or other characteristics
of customers or funds or other properties shalartyediverge from the usual
transactions of the same customer and which shatithmthe necessary number
and type of indicators pointing to the existenceeaisons for suspicion of money
laundering and terrorist financing;

3. the transaction is intended to avoid regulatior®viging for money laundering
or terrorist financing prevention measures;

4. in all instances when the reporting entity judgest there shall be reasons for
suspicion of money laundering and terrorist finagciin relation with a
transaction or a customer.

Complex and Unusual Transactions
Article 43

(1) The reporting entities shall be obliged to pagpecial attention to all complex and
unusually large transaction, as well as to eachswaluform of transactions without an
apparent economic or visible lawful purpose eveninstances when reasons for
suspicion of money laundering or terrorist finamcihave not yet been detected in
relation to such transactions.

(2) Concerning the transactions referred to in grah 1 of this Article, the reporting
entities shall be obliged to analyse the backgraamti purpose of such transactions, and
to make a written record of the analysis resulise@vailable at the request of the Office
and other supervisory bodies referred to in Art&3eof this Law.

(3) By way of derogation from the provisions con& in paragraphs 1 and 2 of this

Article, should the reporting entities detect sagpi of money laundering or terrorist
financing they shall be obliged to observe the f@ions of Article 420f this Law.
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Section 8
AUTHORISED PERSON, TRAINING AND INTERNAL AUDIT

Authorised Person and his/her Deputy
Article 44

(1) The authorised person and his/her deputy $igafiersons appointed by the reporting
entity responsible for carrying out measures art@&€ undertaken for the purpose of
money laundering and terrorist financing preventma detection as prescribed by this
law and regulations passed on the basis of this Law

(2) The reporting entities referred to in Article garagraph 2, items 1-15 of this Law
shall be obliged to appoint one authorised persahane or more authorised person’s
deputies, and to inform the Office thereof immeelyatand no later than within 7 days
after the appointment, i.e. change of data on titlecgised person.

(3) Should the reporting entity referred to in Bk 4, paragraph 2 of this Law fail to
appoint an authorised person, the reporting estiggal representative or other person in
charge or running the arrangements of the repominiity, i.e. the reporting entity’s
compliance officer as per legal regulations shaldbemed the authorised person.

Requirements for the Authorised Person and the Depy
Article 45

(1) The reporting entity referred to in Articlegaragraph 2, items 1-15 of this Law must

ensure that the matters falling under the remthefauthorised person and the authorised
person’s deputy referred to in Article 44 of thiaw.be performed solely by persons who

shall meet the following requirements:

- the person shall be employed at a position which systematised within the
organisational structure at such a level to enti#eperson execute the tasks
prescribed by this Law and regulations passed erb#sis of this Law in a
quick, quality and timely fashion, as well as thdependence in his/her work
and direct communication with management;

- the person shall not be under a criminal proceediegthe person was not
sentenced for an offence against the values peatdmt the international law,
safety of payment operations and arrangements,jbdrgd of documents,
against property and the official duty for the pdriof 5 years upon the
effectiveness of the sentence imposed on the pevstim that the servitude
time shall not be included in the said period,;

- the person shall be adequately professionally échito carry out tasks in the
field of money laundering and terrorist financingyention and detection and
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shall possess the capabilities and experience sagefor the performance of
the authorised person’s function;

- the person is well familiar with the nature of repw entities’ operations in
the fields exposed to money laundering or terrdimstncing risk.

Duties of the Authorised Person and the Deputy

Article 46

(1) The authorised person and the deputy refewwad Article 44 of this Law shall be
authorised to carry out all measures and actioescpbed in this Law, notably as
follows:

1.

2.

3.

catering for the establishment, operation and theeldpment of the money laundering
and terrorist financing prevention and detectiostesy within the reporting entity;
catering for a regular and timely provision of dadahe Office in keeping with this
Law and the regulations passed on the basis of.tvis

partaking in the design of operational proceduras anendments thereof and in the
production of reporting entity’s internal enactnee@jpplicable to money laundering
and terrorist financing prevention and detection;

. partaking in the production of guidelines for camgyout internal audits relative to

money laundering and terrorist financing preventiod detection;

. monitoring and coordinating the activities of tleporting entity in the field of money

laundering and terrorist financing prevention aetedtion;

. partaking in the establishment and development Tofstipport for carrying out

activities in the field of money laundering andrdeist financing prevention and
detection with the reporting entity;

. encouraging management board or other managerigl dbthe reporting entity and

making suggestions for improving the money laumdgrand terrorist financing
prevention and detection system with the reporginiiy;

. partaking in producing the professional improvemant training programme for

employees of the reporting entity in the field obmey laundering and terrorist
financing prevention and detection.

(2) The authorised person’s deputy shall replaee ahithorised person during his/her
absence in the performance of matters referred paragraph 1 of this Article and shall
perform other tasks as per this Law, should thipioided for by the reporting entity’s

internal enactment.

Duties of the Reporting Entity towards the Authorised Person and the Deputy

Article 47
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(1) Within the framework of money laundering andrdest financing prevention and
detection as prescribed by this Law, the reporéngty shall be obliged to ensure the
following conditions to the authorised person ameldeputy:

1. unrestricted access to all data, information andudwntation necessary for the
purposes of money laundering and terrorist finagpgirevention and detection;

2. adequate authorisations for an efficient conducthg¢asks referred to in Article 46,
paragraph 1 of this Law;

3. adequate human resource, material and other waordkitoans;

4. adequate premises and technical conditions, whieli guarantee proper degree of
confidential data and information protection avalgato the authorised person on the
basis of this Law;

5. adequate IT support enabling ongoing and safe imamgt of the activities in the field
of money laundering and terrorist financing prei@maind detection;

6. regular professional training in relation to mordayndering and terrorist financing
prevention and detection;

7. replacement of the authorised person during absence

(2) Internal organisational units, including managat board or other managerial body
within the reporting entity shall be obliged to eresthe authorised person and deputy
have assistance and support during the performainassignments as per this Law and
regulations passed on the basis of this Law amdféom them of all the activities which
were or might be related with money launderingesrarist financing. The manner of
referring the notifications and the course of caapen between the authorised person
and the employees in other organisational unitdl fteaprovided for in detail in the
reporting entity’s internal enactments.

(3) The reporting entity shall be obliged to ensiine persons who perform the function
of the authorised person and the deputy as perLiéwe carry out their work and
assignments as an exclusive full time work dutyth# scope of tasks in the money
laundering and terrorist financing prevention anetedtion field is permanently
expanded due to the large number of employees)ahee or scope of operations, i.e.
for other justified reasons.

(4) The authorised person referred to in paragBaphthis Article shall perform his/her
duties as autonomous organisational section dyreesiponsible to management board or
other managerial body, and shall functionally amgaaisationally be segregated from
other organisational parts of the reporting entity.

Reporting Entity’s Internal Enactment

Article 48

(1) The reporting entities shall undertake to passnternal enactment to provide for
measures, actions and proceeding for the purposmoofey laundering and terrorist
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financing prevention and detection as prescribedhiz/Law and regulations passed on
the basis of this Law.

(2) The reporting entity’'s internal enactment is specifically determine the
responsibility of the authorised persons in chasféhe implementation of this Law in
the case of the non-observance of the provisionisfLaw and regulations passed on
the basis of this Law, as well as the respongyitift all other reporting entity’s
employees partaking in the implementation of theésvLand regulations passed on the
basis of this Law.

(3) The reporting entity shall be obliged to supitig Office with a copy of the internal
enactment at Office’s request.

Regular Professional Training and Development Obligtion
Article 49

(1) The reporting entities referred to in Article garagraph 2 of this Law shall be
obliged to cater for regular professional improvamand training of all employees
involved in the tasks relative to money laundemmgl terrorist financing prevention and
detection as per this Law.

(2) Professional improvement and training refemeeth paragraph 1 of this Article shall

pertain to the familiarisation with the provisiookthis Law and regulations passed on
the basis of the Law, reporting entity’s internadaetments, and with international
standards stemming from the international moneydaung and terrorist financing

prevention conventions, with the guidelines and lise of suspicious transactions
detection indicators, and with other assignmergs@tbed by this Law.

(3) No later than before the expiration of the entryear, the reporting entity shall
undertake to produce the annual professional imgm@ant and training programme
pertinent to the money laundering and terrorisaricing prevention and detection field
for the next calendar year.

Regular Internal Audit Obligation
Article 50
(1) The reporting entities referred to in Article garagraph 2, items 1-15 of this Law
shall be obliged to ensure that regular internalitaover the performance of money

laundering and terrorist financing prevention amtiedtion assignments as per this Law
be performed at least once a year, and to infoerQtiice accordingly at request.
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(2) The purpose of internal audit referred to imagaaph 1 of this Article shall relate to
the detection and prevention of irregularitiesha timplementation of the Law and to the
improvement of the internal system for detectingpstious transactions and persons, as
referred to in Article 42 of this Law.

(3) The Minister of Finance may issue a rulebookptescribe more detailed internal
auditing rules.

CHAPTER 1lI

DUTIES OF LAWYERS, LAW FIRMS AND NOTARIES PUBLIC, AD AUDITING
FIRMS AND INDEPENDENT AUDITORS, LEGAL AND NATURAL ERSONS
INVOLVED IN THE PERFORMANCE OF ACCOUNTING SERVICEASND TAX

ADVISORY SERVICES

General Provisions
Article 51

During the performance of matters from their resipecscopes of competence as defined
in other laws, lawyers, law firms and notaries prjdnd auditing firms and independent
auditors, legal and natural persons involved in ghgormance of accounting services
and tax advisory services (hereinafter referredsdhe persons performing professional
activities) shall be obliged to carry out money ndering and terrorist financing
prevention and detection measures and to obseevertvisions of this Law providing
for duties and obligations of other reporting eesit unless set forth otherwise in this
Chapter.

Tasks and Duties of Lawyers, Law Firms and Notarie®ublic
Article 52

By way of derogation from the provisions contairedhrticle 51 of this Law, lawyers,
law firms or notaries public shall observe the mns of this Law only in instances
when:
1. assisting in planning or conducting transaxgtion behalf of a customer in relation
with:
a. buying or selling real-estate or stakes, i.e. shar@a company;
b. management of cash funds, financial instrumentstteer customer-owned
property;
C. opening or managing bank accounts, savings depasitdinancial
instruments trading accounts;
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d. collecting funds necessary for the establishmergration or management
of a company;
e. establishment, operation or management of an umistit, a fund, a
company or another legally defined organisationaht
2. carrying out real-estate related financial teation or transactions on behalf and
for the account of a customer.

Customer Due Diligence Conducted by Persons Involdan the Performance of
Professional Activities

Article 53

(1) Within the framework of customer due diligenaé establishing the business
relationship referred to in Article 9, paragraphitem 1 of this Law, the persons
involved in the performance of professional adeatshall gather information referred to
in Article 16, paragraph 1, items 1, 4, 5, 7, 8 aAf this Law.

(2) Within the framework of customer due diligerateconducting transactions referred
to in Article 9, paragraph 1, item 2 of this LalWwetpersons involved in the performance
of professional activities shall gather informati@ierred to in Article 16, paragraph 1,
items 1, 3, 4, 5, 6, 9 and 10 of this Law.

(3) Within the framework of customer due diligenpeinstances when there shall be
suspicion of credibility and veracity of the prewsty collected customer or beneficial

owner information, and in all instances when thehall be reasons for suspicion of
money laundering or terrorist financing as refert@dn Article 9, paragraph 1, items 3

and 4 of this Law, the persons involved in the @aniance of professional activities

shall gather information referred to in Article J@&ragraph 1, items 1, 3, 4, 5,6, 7, 8, 9,
10 and 11 of this Law.

(4) Within the framework of customer identificatiothe persons involved in the
performance of professional activities shall idignthe customer, i.e. customer’s legal
representative or the person authorised by powattofney and shall gather information
referred to in Article 16, paragraph 1, item 1 lmtLaw, through the examination of a
customer’s official personal identification docurdre. original documents or notarised
photocopies of documents or notarised documentdtimm a court or other public

register, which may not be more than three moniihs o

(5) The persons involved in the performance of ggsional activities shall identify the
beneficial owner of the customer, which benefioalner shall be a legal person or
another similar legal entity through the gathemhghformation referred to in Article 16,
paragraph 1, item 4 of this Law, through examimato original or notarised photocopy
of documentation from a court or other public régjiswhich may not be more than three
months old. Should the excerpts from a court oeothublic register be insufficient to
enable the collection of all information, the migsiinformation shall be collected
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through the examination of original or notarisedtoicopies of documents and other
business documentation presented by the legal werkmal representative, i.e. his/her
person authorised by power of attorney.

(6) The persons involved in the performance of ggsional activities shall gather other
information referred to in Article 16, paragraploflthis Law through the examination of
original or notarised photocopy of documents afgobusiness documentation.

(7) Should it be impossible to obtain all datahe manner set forth in this Article, the
missing information, except for information refatr® in Article 16, paragraph 1, item
1, sub-item 5, item 5, sub-item 5 and item 11 &f tlaw, shall be gathered directly from
a written statement given by the customer or custtavegal representative.

(8) At establishing a business relationship wituatomer subject to the mandatory audit
of annual accounting statements as prescribed layvaproviding for the customer’s
business activity, an auditing firm and an indepsmduditor may conduct a simplified
customer due diligence, save for instances wheasores for suspicion of money
laundering or terrorist financing shall exist asated with a customer or circumstances
of an audit.

(9) The persons involved in the performance of ggsional activities shall conduct
customer due diligence measures referred to irgpapas 1-7 of this Article to the extent
and within the scope relevant to their scope ofkwor

Obligation of the persons involved in the performane of professional activitiego
report the Office on transactions and persons in relation to which rasons for
suspicion of money laundering and terrorist finanang shall exist

Article 54

(1) Should a lawyer, a law firm and a notary pubtiaring the performance of matters
referred to in Article 52 of this Law, as well as auditing firm and an independent
auditor, legal and natural persons involved ingbgormance of accounting services and
tax advisory services, establish that reasons fmpision of money laundering or

terrorist financing shall exist in relation withti@nsaction or certain person, they shall
undertake to notify the Office thereof without angdue delay pursuant to with the
provisions contained in Article 42 of this Law.

(2) In all instances when the customer seeks afcadvom persons involved in the
performance of professional activities on moneyntmring or terrorist financing, the
persons involved in the performance of professioactivities shall undertake to
immediately notify the Office thereof, and no latlkan within three business days from
the date the customer sought for such an advice.
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(3) At reporting the Office on suspicious transaa$, the persons involved in the
performance of professional activities shall funniee Office with information referred
to in Article 16, paragraph 1 of this Law in themmar to be prescribed by the Minister
of Finance in a rulebook.

Exceptions for persons involved in the performancef professional activities
Article 55

(1) The provisions contained in Article 54, pargars 1 of this Law shall not apply to the
persons involved in the performance of professi@udivities in respect of information
they receive from or obtain on a customer during ¢burse of establishing the legal
position of the customer or during the represematif the customer in relation with a
court proceeding which shall include advice on psapg or avoiding court proceeding,
whether such information is received or obtainefbtee during or after the completion of
such court proceedings.

(2) In the instance covered in paragraph 1 of #riscle, the persons involved in the
performance of professional activities shall notdidiged to supply data, information
and documentation on the basis of the Office’s estueferred to in Article 59 of this
Law. In such instances, they shall undertake t@ged without any undue delay and no
later than within fifteen days from the receipttb&é request supply the Office with a
substantiated written explanation of reasons forcwtihey did not comply with the
Office’s request.

(3) By way of derogation from the obligations pmésed in this Law, the persons
involved in the performance of professional adigtshall not be obliged:

1. to report the Office on cash transactions refetoed Article 40, paragraph
1 of this Law, except in instances when reasonssémpicion of money
laundering or terrorist financing shall exist itatéon with a transaction or a
customer;
to appoint authorised persons and authorised psrdeputy;
to carry out internal audit over the performancerainey laundering and
terrorist financing related tasks.

w N

CHAPTER IV

TASKS AND SCOPE OF COMPETENCE OF THE ANTI-MONEY
LAUNDERING OFFICE

General Provisions

45



Article 56

(1) The Office shall be an administrative organ@atvithin the structure of the Ministry
of Finance, performing tasks aimed at money laundeland terrorist financing
prevention, as well as other tasks as providethfdnis Law.

(2) As a Financial Intelligence Unit and the Cehtxational Unit, the Office shall
collect, store, analyse and submit data, infornmadod documentation on suspicious
transactions to competent government bodies fahdéarproceeding for the purpose of
money laundering and terrorist financing preventom detection in keeping with the
provisions contained in this Law.

(3) The Ministry of Finance shall submit the OffiPerformance Report at least once a
year to the Government of the Republic of Croatia.

Money Laundering and Terrorist Financing Prevention
Article 57

(1) The Office shall be competent to perform thévédees listed hereunder for the
purpose of money laundering and terrorist finang@reyention:

1. Acquiring and analysing information, data and doeaotation supplied by the
reporting entities and other competent bodies laticen to money laundering and
terrorist financing, issuing orders to reportingitses on temporary suspension of
a suspicious transaction execution;

2. Requiring the reporting entities exercise ongoingnitoring of financial
operations of customers;

3. Requiring data or other documentation necessarynioney laundering and
terrorist financing detection purposes from all gment bodies, local and
regional self-government units and legal persorbk piublic authorities;

4. Effect inter-institutional cooperation in the fiedd money laundering and terrorist
financing prevention and detection with all compégovernment bodies;

5. Reporting information to competent government bedaad foreign financial
intelligence units in instances when reasons fap®ion of money laundering
and terrorist financing shall exist in relation hwva transaction or a person in the
country or abroad,;

6. Exchange of data, information and documentationhwibreign financial
intelligence units and other international bodiempetent for money laundering
and terrorist financing prevention matters;

7. Conducting offsite supervision via the collectiondaexamination of data and
documentation;

8. Obtaining and examining data and documentation ssacg to carry out
misdemeanour proceedings, and filing indictmentiomst
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9. Proposing to the a competent supervisory body timelwecting of targeted onsite
supervisions concerning the implementation of moleyndering and terrorist
financing prevention measures;

(2) In addition to the tasks referred to in paagdr 1 of this Article, the Office shall also
perform the tasks indicated hereunder of relevémicthe development of the preventive
money laundering and terrorist financing prevensgstem, including:

1. Giving proposals to a competent body concerningraiments to regulations
applicable to money laundering and terrorist finagc prevention and
detection;

2. Cooperating jointly with the supervisory bodies twithe reporting entities
during the production of the list of indicators fitve detection of transactions
and customers in relation to which reasons for isi@sp of money laundering
or terrorist financing shall exist;

3. Jointly with the regulatory bodies and supervisboglies referred to in Article
83 of this Law, issuing guidelines for a uniformplementation of this Law
and regulations passed on the basis of this Lawefmorting entities referred to
in Article 4, paragraph 2 of this Law;

4. Taking part in professional training of employeesi the reporting entities,
government bodies and legal persons with publibatites;

5. Publishing statistical data relative to money laenty and terrorist financing at
least once a yeatr;

6. Informs the public in other adequate ways on thenfoof money laundering
and terrorist financing.

Inter-Institutional Cooperation of the Office
Article 58

(2) In the money laundering and terrorist financprgvention and detection, the Office
shall cooperate with the State Attorney’s Officetlud Republic of Croatia, the Ministry
of the Interior — the Police Directorate, the swsary services of the Ministry of

Finance (the Financial Inspectorate, the CustomsiAdtration, the Tax Administration

and the Financial Police), the Croatian Financiatvi8es Supervision Agency, the
Croatian National Bank, the Security-Intelligenceeficy, the Ministry of Foreign

Affairs and European Integration, the Ministry astlce and with other state bodies.

(2) For the purpose of achieving the strategic apdrational objectives, the bodies
referred to in paragraph 1 of this Article shafirsia protocol on cooperation and on the
establishment of an inter-institutional money laenly and terrorist financing working

group.

(3) The Office must have a timely access, direcindirect, to financial, administrative
and security data, information and documentatidative to the implementation of this
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Law and regulations passed on the basis of thisfoawhe purpose of the Office’s tasks
performance, including the suspicious transactanrayses.

Section 1
ANALYTICAL-INTELLIGENCE WORK OF THE OFFICE: MONEY
LAUNDERING AND TERRORIST FINANCING DETECTION

Sub-section 1
GENERAL PROVISIONS

Request for Reporting Entities’ Supply of Suspicios Transactions or Persons Data
Article 59

(1) The Office shall commence the analytical preoes of transactions in instances
when a reporting entity or a competent body retktoein Articles 58 and 64 of this Law
supplies the Office with substantiated reasonssigpicion of money laundering or
terrorist financing in relation with a transactiona person.

(2) The Office may order the reporting entitiesstgpply all data required for money
laundering and terrorist financing prevention amdedtion in instances when suspicion
of money laundering or terrorist financing shalistxwhen the Office had received:

1. a cash or suspicious transaction report from artegpoentity;

2. a written request or a suspicious transaction temoa notification on suspicion
of money laundering or terrorist financing from aeign financial intelligence
unit;

3. a written report on suspicion of money laundering &errorist financing from a
body referred to in Article 58, paragraph 1 of thaswv;

4. a written report on suspicion of money launderimgl &errorist financing from
government bodies, courts, legal persons with pudlihorities and other entities
referred to in Article 64 of this Law, as well asrh the supervisory body referred
to in Article 83, paragraph 1, items b) to e) asthaw.

(3) The Office may require the reporting entitiegerred to in Article 4, paragraph 2 of
this Law supply the Office with other data necegsfr the money laundering and
terrorist financing prevention and detection pugsmsuch as:
1. data on customers and transactions the reportitigesrshall gather in keeping
with the provisions contained in Article 16 of thiaw;
2. data on the status of funds and other customeopeanty with the reporting
entity;
3. data on the customer’s funds and property turnewstr the reporting entity;
4. data on other business relationships of the custmsetablished with the
reporting entity;
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5. all other data and information the reporting entigd gathered or keep on the
basis of this Law, which data and information shadl required for money
laundering or terrorist financing prevention antedéon purposes.

(4) The Office may require the reporting entitieply data referred to in paragraph 3 of
this Article in instances involving a person whitlay be assumed to have taken part, i.e.
is involved in any way whatsoever in the transaxgtior matters of a person in relation to
which reasons for suspicion of money launderintgoorist financing shall exist.

(5) In instances referred to in paragraphs 2, 34anfithis Article, the reporting entities
shall undertake to supply the Office with all ac@amnying documentation at request of
the Office.

(6) The reporting entities must furnish the Offiegith data, information and
documentation referred to in the previous paragagthis Article without any undue
delay, and no later than within fifteen days aftex request receipt date.

(7) The Office may set a shorter deadline in itpuest, should this be necessary for the
purpose of determining circumstances of relevametlie issuance of a temporary
suspicious transaction execution suspension omfefpr referring data to a foreign
financial intelligence unit, and in other necessastances when such a course of action
shall be required to prevent the causing of econ@amage.

(8) Because of the comprehensiveness of documemtatid for other justified reasons,
the Office may at reporting entity’s substantiateitten request allow an extension of
the deadline referred to in paragraphs 6 and hisfArticle, which extension shall also
be given in writing.

(9) In the case referred to in paragraph 8 of &riscle, the Office shall be entitled to
conduct examination and immediate review of docuatem with the reporting entities
referred to in Article 4, paragraph 2 of this Algic

Order to Reporting Entities on Temporary Suspensiorof a Suspicious Transaction
Execution

Article 60

(1) Should it be necessary to take urgent actioretdy data on a suspicious transaction
or a person or when the Office shall judge thatrehare grounded reasons that a
transaction or a person is linked with money lauimgeor terrorist financing, the Office
may issue a written order to instruct the reportérgity to temporarily suspend the
execution of the suspicious transaction for a maxmperiod of 72 hours.

(2) In instances where it shall not be possiblessoe the written order to the reporting

entities due to the nature or manner of transacteoecution, i.e. the circumstances
surrounding the transaction, as well as in othegent instances, the Office may
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exceptionally give the reporting entity a verbalder to temporarily suspend the
execution of the suspicious transaction.

(3) The Office must confirm the verbal order rederto in paragraph 2 of this Article by
a written order immediately, and no later than witb4 hours after the verbal order had
been issued.

(4) The reporting entity’s authorised person shake an official note on the receipt of
the verbal order referred to in paragraph 2 of #ritcle, and keep the note on file in line
with the provisions of this Law providing for thatd protection and keeping.

(5) The Office shall without any undue delay notihe State Attorney’s Office of the
Republic of Croatia and/or the competent State rAdg's Branch of the issued orders
referred to in paragraphs 1 and 2 of this Article.

(6) After the expiration of the deadline referredim paragraph 1 of this Article, the
transaction may be suspended only on the basisofid decision in agreement with the
provisions contained in a law providing for crimipaocedure.

Cessation of the Temporary Suspicious TransactionX@ecution Suspension Order
Article 61

If within 72 hours from the issuance of the tempprsuspicious transaction execution
suspension order the Office had examined data spigaus transaction and judged that
grounded reasons for suspicion of money laundeaing terrorist financing shall no
longer exist, the Office shall inform the State okttey’s Office of the Republic of
Croatia and/or competent State Attorney’s Brandh the reporting entity, who shall be
allowed to immediately conduct the transaction.

Ordering Reporting Entities to Exercise Ongoing Moritoring of Customer’s
Financial Operations

Article 62

(1) The Office may give a reporting entity a wnitterder to exercise ongoing monitoring
of financial operations of a person in relatiomtbich reasons for suspicion of money
laundering or terrorist financing shall exist orafother person for which a grounded
conclusion may be made that the person have assistaken part in the transactions or
arrangements of a person in relation to which suspishall exist, and to regularly

report the Office on transactions or arrangemeérgsaid persons shall perform or intend
to perform with the reporting entity. The Officecgder shall mandatorily define the
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deadlines within which the reporting entities shmgl obliged to furnish the Office with
the requested data.

(2) The reporting entities shall be obliged to famthe Office with data referred to in
paragraph 1 of this Article before the executionaofransaction or entering into an
arrangement and to indicate the deadline in thertap which the transaction or the
arrangement shall be completed.

(3) If the reporting entity shall not be in positito observe the provisions contained in
paragraph 2 of this Article due to the nature & tlansaction, i.e. the arrangement, or
because of other justified reasons, the reportimitfyeshall undertake to furnish the
Office with data at soonest occasion possible,remtater than on the next business day.
The reporting entity’'s report must mandatorily wate the reason for which the
reporting entity failed to observe paragraph zhig Article.

(4) The implementation of the measures referreth tparagraph 1 of this Article may
last for up to three months, and in the case dffijgd reasons the effectiveness of the
measures may be prolonged each time for an additiomonth, with that the
implementation of the measures may last for a mamirof six months.

Request to State Bodies, Local and Regional Self-Grnment Units, Legal Persons
with Public Authorities for the Supply of Suspiciows Transactions or Persons
Information

Article 63

(1) Should the Office deem that reasons for sugpiof money laundering or terrorist
financing shall exist in relation with a transaatior a person, the Office may request
state bodies, local and regional self-governmentsuand legal persons with public
authorities to supply data, information and docutaon necessary for the money
laundering or terrorist financing prevention antkegéon purposes.

(2) The Office also may request data referred tparagraph 1 of this Article from state
bodies, local and regional self-government unitad degal persons with public
authorities in instances involving a person whiciyrbe assumed to have taken part, i.e.
to have been involved in transactions or arrangésneha person in relation to which
reasons for suspicion of money laundering or tesrdnancing shall exist.

(3) State bodies, local and regional self-governnuaiits, and legal persons with public
authorities shall be obliged to refer data, infotiora and documentation from the
previous paragraphs to the Office without any undeky, and no later than within
fifteen days upon the receipt of the request, @il dnable the Office to have free of
charge direct electronic access to the specifia dat information.
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(4) By way of derogation from the provisions con& in paragraph 3 of this Article,
the Office may exceptionally set a shorter deadlniés request, should such a course of
action be necessary for establishing circumstanée®levance for the issuance of a
temporary suspicious transaction execution suspensider or for furnishing foreign
financial intelligence units with necessary infotioa, and in other necessary instances
when such a course of action shall be requiredréwvgmt the causing of economic
damage.

(5) Because of the comprehensiveness of documemtatid for other justified reasons,
the Office may at substantiated written requestrstibd by a state body, a local and
regional self-government unit and a legal persoth wiublic authorities allow an
extension of the deadline referred to in paragraphand 4 of this Article, which
extension shall also be given in writing.

Reporting the Office by State Bodies, Courts, LegdPersons with Public Authorities
and other Entities on Suspicion of Money Launderingand Terrorist Financing

Article 64

(1) By way of derogation from the provisions containedn Articles 40, 42 and 54,
paragraphs 1 and 2 of this Law the Office may commence analytical processing of
suspicious transactions at a substantiated writeposal of thébodies referred to in
Article 58, paragraph 1 of this Law, as well as of the courts and legarspns with
public authorities, should the said proposals shalicate reasons for suspicion of
money laundering or terrorist financing and if suehsons were established during the
performance of matters from the respective scope®mpetence of the entities which
filed such proposals.

(2) The Stock-Exchange, the Central Depositary Agesnd the Croatian Privatisation
Fund shall be obliged to notify the Office in wnigi and without any undue delay should
they establish or detect such activities duringdberse of carrying out their respective
matters, i.e. the arrangements they perform withie framework of their respective
scopes of competence, which activities shall bengght be connected with money
laundering or terrorist financing.

(3) The written proposal referred to in paragrafhend 2 of this Article must contain
reasons for suspicion of money laundering or testdmancing with an explanation,
including the following information:

1. name, surname, date and place of birth, permarteless of a natural person,
i.e. name, address and seat of a legal persoaspect of which natural or legal
persons reasons for suspicion of money laundermggroorist financing shall
exist or other identification information;

2. information on the transaction in respect of whiglasons for suspicion of
money laundering or terrorist financing shall existibject matter, amount,
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currency, date or period of transaction executiorother transaction-related
information);
3. reasons for suspicion of money laundering or testdinancing.

(4) Should the written proposal referred to in gaaphs 1 and 2 of this Article fall short
of the explanation and information referred to arggraph 3 of this Article, the Office
shall refer the written proposal back to the bodyperson which submitted it for further
completion.

(5) If the written proposal was not supplementethini 15 days or if the proposal again
fails to substantiate the reasons and indicatenmdtion in keeping with the provisions
contained in paragraph 3 of this Article, the Odfishall notify the supplier of the
proposal in writing as to the invalidity of the tein proposal for the analytical
processing purposes, indicating the reasons foclwthe proposal was not subject to
analytical processing procedure.

(6) Exceptionally and if the circumstances surrongdhe specific case allow so, the
Office may commence the suspicious transactionk/tcel processing also on the basis
of available data on persons and transactionsreefeo in paragraph 3, items 1 and 2 of
this Article.

(7) At the request of the Office, the bodies reddrto in paragraphs 1 and 2 of this
Article shall be obliged to supply information, daand documentation pointing to the
suspicion of money laundering or terrorist finamggcin

Report on Transactions Suspicious for Money Laundeng and Terrorist Financing
Article 65

(1) In instances when the Office deems on the bafsenalytical processing of data,
information and documentation the Office had caéldcin line with this Law that
reasons for suspicion of money laundering or testdinancing in the country or abroad
shall exist in relation with a transaction or aguer, the Office shall accordingly and in
writing report the competent state bodies or fordigancial intelligence units thereof,
with that the report shall contain all necessarguthoentation.

(2) In the report referred to in paragraph 1 ofthiticle, the Office shall not state
information on the reporting entity’s employee wirst supplied the information on the
basis of Articles 42 and 54 of this Law, exceptif@tances where reasons for suspicion
shall exist that the reporting entity or its emm@eyhad committed the money laundering
or terrorist financing offence, or if the informati shall be necessary to establish the
offence in the criminal procedure and the saidrimfation is required by the competent
court in writing.

Feedback
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Article 66

Concerning the received and analysed informatiganding a transaction or a person for
which reasons for suspicion of money launderinteaorist financing were established,
the Office shall supply a written notification tleef to the reporting entities referred to
in Article 4, paragraph 2 of this Law who reportbé transaction, save for instances in
which the Office deems such a course of actioncaamage the further course and
outcome of the proceeding, by doing the following:

1. confirm the transaction report receipt;

2. supply the information on the decision or theuieof such a case if the case based on
the report on transaction was closed or compleded, information thereof became
available;

3. at least once a year, supply or publish stasistilata on the received transaction
reports and the results of proceedings;

4. supply or publish information on the current hieiques, methods, trends and
typologies of money laundering and terrorist finage

5. supply or publish summarised examples of speaifoney laundering and terrorist
financing cases.

Sub-section 2
INTERNATIONAL COOPERATION OF THE OFFICE

General Provisions
Article 67

(1) The provisions on international cooperationtaored in this Law shall pertain to
cooperation between the Office and the foreignriama intelligence units in respect of
the exchange of relevant data, information and chariation at a request of the Office
extended to a foreign financial intelligence urat, request of a foreign financial
intelligence unit extended to the Office and at amihative (spontaneously) extended to
a foreign financial intelligence unitor the purpose of money laundering and terrorist
financing prevention.

(2) Prior to the reference of personal informatiorforeign financial intelligence units,
the Office may seek assurances that the counttileobeneficiary being supplied with
data have personal information protection in placel that the foreign financial
intelligence unit shall use personal informationyolor purposes provided for by this
Law.

(3) The Office may sign memoranda of understandiitg foreign financial intelligence
units for the purpose of enhancing cooperation w#gard to data, information and
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documentation exchange in the field of money ladndeand terrorist financing
prevention.

(4) By way of derogation from the provisions con& in this Article and in Articles 68,
69, 70 and 71 of this Law, the condition of effeetreciprocity shall not be applied to
international cooperation between the Office an@ifm financial intelligence units and
other foreign bodies and international organisaioompetent for money laundering and
terrorist financing prevention from member-states.

Data Supply Requests Extended to Foreign Financi&htelligence Units
Article 68

(1) Within the framework of carrying out money la@ning and terrorist financing

prevention and detection tasks, the Office may rekteequests to foreign financial

intelligence units to supply the Office with dataformation and documentation needed
for money laundering or terrorist financing preventand detection purposes.

(2) The Office shall be allowed to use data, infation and documentation obtained on
the basis of paragraph 1 of this Article solely floe needs of its analytical-intelligence
work and for purposes provided for by this Law.

(3) Without a prior consent given by a foreign el intelligence unit, the Office shall
not be allowed to submit the received data, infairomaand documentation to or present
them for examination by a third person, naturdkegal, i.e. to other body, or to use them
for purposes contrary to the conditions and linoted set by the foreign financial
intelligence unit to which the request was extended shall be obliged to apply the
confidentiality classification to such data at tei@asthe extent applied by the body which
supplied such data.

Supply of Data at Request Extended by a Foreign Fancial Intelligence Unit
Article 69

(1) The Office shall submit data, information andcdmentation on customers or
transactions in respect of which reasons for siumpiof money laundering or terrorist

financing shall exist, which the Office shall calleor keep in line with the provisions

contained in this Law, to a foreign financial itigggnce unit at such unit’'s request sent
in writing on the basis of the effective reciprgcit

(2) The Office may refuse the satisfaction of tleguest of the foreign financial
intelligence unit in the following cases:
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1. if the Office deems on the basis of the facts anclmstances indicated in the
request that the reasons for suspicion of moneydering or terrorist financing
have not been supplied;

2. if the supply of data would jeopardize or couldgadlize the carrying out of a
criminal procedure in the Republic of Croatia, ifat could in any way damage
the national interests of the Republic of Croatia.

(3) The Office shall notify the foreign financiadtelligence unit that extended a written
request of the refusal of the request referrech foaragraph 2 of this Article, stating the
reasons for which the request extended by thedgorinancial intelligence unit was not
satisfied.

(4) The Office may set additional conditions araitations under which the foreign
financial intelligence unit shall be allowed to ufsta referred to in paragraph 1 of this
Article.

Spontaneous Delivery of Information to a Foreign Fancial Intelligence Unit
Article 70

(1) The Office shall be entitled to spontaneougiiver data and information, which the
Office shall collect or keep in line with the premins contained in this Law, concerning
customers or transactions in relation to which eaador suspicion of money laundering
or terrorist financing shall exist to a foreign ditial intelligence unit when the
conditions of effective reciprocity shall be met.

(2) In terms of spontaneous delivery of data atd®# own initiative, the Office shall be
entitled to set additional requirements and linotas under which the foreign financial
intelligence unit shall be allowed to use the reedidata referred to in paragraph 1 of
this Article.

Temporary Transaction Execution Suspension at the®posal of a Foreign
Financial Intelligence Unit

Article 71

(1) At a substantiated written proposal given bipr@ign financial intelligence unit the
Office may, under the conditions provided for bysthaw and on the basis of the
effective reciprocity, issue a written order totrast a reporting entity to temporarily
suspend a suspicious transaction execution foo 72 thours.

(2) The Office shall notify the State Attorney’sfioé of the Republic of Croatia of the
issued order referred to in paragraph 1 of thischrtwithout any undue delay.
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(3) The Office shall take such a course of act®pr@scribed in the provisions contained
in paragraph 1 of this Article should it deem om thasis of reasons for suspicion
indicated in the written proposal of the foreignaincial intelligence unit that:
1. the transaction is connected with money laundesmigrrorist financing and that
2. the transaction would have been temporarily susgeméd the transaction been
the subject matter of a domestic suspicious traimsaceport in keeping with the
provisions contained in Articles 42 and 54 of thasv.

(4) The Office shall not consider a proposal obeeign financial intelligence unit if the
Office judges on the basis of the facts and cirdantes stated in the proposal referred
to in paragraph 1 of this Article that the reasafismoney laundering or terrorist
financing suspicion were not substantiated. Thec®f$hall notify the foreign financial
intelligence unit of the non-acceptance of the peap, stating the reasons for which the
proposal was not accepted.

(5) Concerning the order for a temporary transacgaecution suspension as per this
Article, the provisions contained in Articles 60da6l of this Law shall adequately

apply.

Proposal to a Foreign Financial Intelligence Unitdér a Temporary Transaction
Execution Suspension Abroad

Article 72

Within the framework of carrying out money launaeri and terrorist financing
prevention and detection tasks, the Office may sulbnwritten proposal to a foreign
financial intelligence unit for a temporary susgensof transaction execution, should
the Office judge that there shall exist reasonssiespicion of money laundering or
terrorist financing associated with a person agaadaction.

Sub-section 3
DATA ACCESS AND INFORMATION EXCHANGE

Supplying Data to Courts and the competent StatAttorney’s Office
Article 73

At a substantiated written request filed by cowtsl the competent State Attorney's
Office, the Office shall supply them with data @ask transactions referred toAumticle

40, paragraph land data on transactions referred tdArticle 74 of this Law, which
data shall be indispensable for them in establgstaimcumstances of relevance for
confiscating economic benefits or determining pstnal security measures in
accordance with the provisions of a law providiagdriminal proceeding.
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Section 2
TASKS OF THE CUSTOMS ADMINISTRATION OF THE REPUBLIOF CROATIA

Cash Carrying Across the State Border
Article 74

(1) The bodies of the Customs Administration of Republic of Croatia shall be obliged

to immediately notify the Office of any declaratiohcash entering or leaving across the
state border amounting to kuna equivalent of EURQA®.00 or more, and no later than
within three days from the date of cash crossiegstate border.

(2) The bodies of the Customs Administration of Republic of Croatia shall be obliged
to immediately notify the Office of any cash emeror leaving across the state border in
instances when such cash carrying was not dedarad¢ustoms body, and no later than
within three days from the date of cash crossiegstate border.

(3) The bodies of the Customs Administration of Republic of Croatia shall be obliged
to notify the Office within a maximum of three dafysm the date of cash entering or
leaving across the state border also in instandesnvguch cash entering or leaving or
attempted cash entering or leaving across the btaiger involves cash amounts less
than kuna equivalent of EUR 10,000.00, should nesdi® established for suspicion of
money laundering or terrorist financing in relatioith the person carrying cash, the
manner of such cash carrying or other cash carmginegmstances.

(4) The Minister of Finance shall issue a rulebtmlprescribe what shall be considered
cash referred to in paragraph 1 of this Article avidch data shall be supplied to the
Office by the Customs Administration of the Repalaf Croatia, as well as the manner
of such data supply.

(5) From the date of Republic of Croatia’'s accessim the European Union, the state

border referred to in paragraphs 1, 2 and 3 of Ariscle shall be European Union
border.

CHAPTER V
DATA PROTECTION AND KEEPING

Section 1
DATA PROTECTION

Secrecy of the Collected Data and of the Procedures

Article 75
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(1) The reporting entities referred to in Article garagraph 2 of this Law and their
employees, including members of management andngspey boards and other

managerial bodies and other persons who have geydlyaccess and availability of data
collected in accordance of this Law shall not bevetd to disclose the information listed
hereunder to a customer or a third person:

1. that the Office was or will be supplied with a peof data, information or
documentation on the customer or a third persoa transaction referred to in
Article 42, Article 54, paragraphs 1 and 2 and @eti59 of this Law;

2. that the Office had temporarily suspended the e@mtuof a suspicious
transaction, i.e. gave instructions thereof to rdygorting entity on the basis of
Article 60 of this Law;

3. that the Office requested ongoing monitoring ofiatomer’s financial operations
on the basis of Article 62 of this Law;

4. that a pre-investigative procedure has commenceadnight be commenced
against a customer or a third person due to suspicf money laundering or
terrorist financing.

(2) The Office shall not be allowed to communictite collected data, information and
documentation and the course of action on the ledglss Law to persons to which data,
information and documentation or action shall pertar to third persons.

(3) Information referred to in paragraphs 1 and 2hts Article, reports on transactions
suspected to be linked with money laundering aotest financing referred to in Article
65 of this Law shall be defined and marked as tfladsdata and shall bear an adequate
level of secrecy attributed to them.

(4) The Head of the Office, and the person autkdrisy the Head of the Office to that
end shall be entitled to decide on data declasgjfgind the exclusion from data secrecy
observance.

(5) The prohibition of information disclosure rafed to in paragraph 1 of this Article
shall not be valid if:

1. data, information and documentation collected agut by the reporting entity
in accordance with this Law shall be needed forghgpose of establishing
facts in a criminal procedure and if the supplysath data was requested
from or ordered to the reporting entity by a corepétourt in writing;

2. data from the previous item shall be required lbpm@mpetent supervisory body
referred to in Article 83 of this Law for the pugmof conducting supervision
over a reporting entity in its implementation oé ghrovisions of this Law and
the initiation of a misdemeanour procedure.

(6) An attempt on the part of persons involved e tperformance of professional
activities referred to in Article 4, paragraph Ziesuade a customer from engaging in an
illegal activity shall not represent informatiorsdiosure within the meaning of paragraph
1 of this Article.
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Exemptions from the Data Secrecy Principle Observare
Article 76

(1) For the reporting entities referred to in Aldiel, paragraph 2 of this Law, the state
administration bodies, the legal persons with muhblithorities, the courts and the State
Attorney’s Office and their employees, the subnoissiof data, information and
documentation to the Office on the basis of thiw Ishall not represent the disclosure of
classified data, i.e. disclosure of business, bagkprofessional, notary public, lawyer
client privilege or other secret.

(2) The reporting entities referred to in Article garagraph 2 of this Law and their
employees shall not be held accountable for anyagentaused to customers or third
persons if they shall ationa fide in line with the provisions contained of this Land
regulations passed on the basis of this Law and:
1. supply the Office with data, information and docunta¢ion on their customers;
2. collect and process customer data, informationdamudimentation;
3. carry out an order issued by the Office on tempotensaction suspension and
instructions in relation with the order;
4. carry out an order issued by the Office on ongaimgnitoring of customer’s
financial operations.

(3) The employees of the reporting entities refiéne in Article 4, paragraph 2 of this
Law may not be held disciplinary or criminally aresable for the infringement of
classified data secrecy observance, i.e. dataetkled banking, professional, notary
public, lawyer client privilege or other secret if:

1. they analyse data, information and documentatidhegad in accordance with
this Law for the purpose of establishing reasons gaspicion of money
laundering or terrorist financing in relation ta@stomer or a transaction;

2. they supply the Office with data, information amatdmentation in keeping with
the provisions contained in this Law or regulatiggassed on the basis of this
Law.

Use of the Collected Data
Article 77

(1) The Office, the reporting entities referredridArticle 4, paragraph 2 of this Law, the
state bodies, the legal persons with public autiesriand other entities referred to in
Article 64 of this Law and their employees shallddewed to use data, information and
documentation they gathered in accordance withlLtig only for the money laundering
and terrorist financing prevention and detectiorppaes, unless prescribed otherwise.
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(2) The courts and the competent State Attorneyfe€3 shall be allowed to use data
they received on the basis of Article 73 of thism_solely for the intended purpose of
receipt.

Section 2
DATA KEEPING

Period of Data Keeping by the Reporting Entities
Article 78

(1) The reporting entities referred to in Article paragraph 2, items 1-15 of this Law
shall undertake to keep data collected on the lmdigtss Law and regulations passed on
the basis of this Law and the accompanying docuatient for the period of ten years
after a transaction execution, the termination obusiness relationship, entry of a
customer into a casino or approaching a safe delposi

(2) The reporting entities referred to in Article garagraph 2, items 1-15 of this Law
shall undertake to keep data and the accompanyaegndentation on an authorised
person and the authorised person’s deputy, thegsmnal training of employees and the
performance of internal audit referred to in Aegl44, 49 and 50 of this Law for the
period of four years after the appointment of t¢harised person and the authorised
person’s deputy, the delivery of professional tiregror the performed internal audit.

(3) By way of derogation from the provisions con& in paragraph 1 of this Article,

lawyers, law firms and notaries public, auditingm® and independent auditors, legal
and natural persons involved in the performancacabunting services and tax advisory
services shall undertake to keep data and the gmoymg documentation they

collected on the basis of Article 53 of this Law the period of ten years after the
completion of customer identification.

(4) By way of derogation from the provisions con& in paragraph 2 of this Article,
lawyers, law firms and notaries public, auditingrs and independent auditors, legal and
natural persons involved in the performance of anting services and tax advisory
services shall undertake to keep data and the gmmoying documentation on
professional training of employees for the periddfaur years after the delivery of
professional training.

Period of Data Keeping by the Customs Administratia of the Republic of Croatia
Article 79

The bodies of the Customs Administration of the tdip of Croatia shall undertake to
keep data referred to in Article 74 of this Law tbe period of twelve years from the
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collection date. Upon the expiration of the periathta and information shall be
destroyed pursuant to the law providing for archigentent and archives.

Data Keeping Period in the Office
Article 80

(1) The Office shall undertake to keep data andrim&tion from the records the Office
shall keep in accordance with this Law for the pairof twelve years from the collection
date. Upon the expiration of the period, data afiokrmation shall be destroyed pursuant
to the law providing for archives content and areki

(2) Persons to which data and information shaltgiershall be entitled to have insight
into personal data, i.e. to the transcription, exicer photocopy upon the expiration of
the period of eleven years after the collectioredat

Section 3
RECORDS AND STATISTICS KEEPING

Records Keeping
Article 81

(1) The reporting entities referred to in Articlepghragraph 2, items 1-15 shall keep the
following records:
1. records on customers, business relationshipgrandactions referred to in Article
9 of this Law;
2. records on the supplied data referred to inchasi 40 and 42 of this Law.

(2) Lawyers, law firms and notaries public, audjtiirms and independent auditors, legal
and natural persons involved in the performancacobunting services and tax advisory
services shall keep the following records:

1. records on customers, business relationshipgrandactions referred to in Article

9 of this Law;
2. records on the supplied data referred to inchetb4, paragraph 1 and 2 of this
Law.

(3) All reporting entities referred to in Article, aragraph 2 of this Law shall keep
records on examinations conducted by supervisodyelsaeferred to in Article 83 of this
Law of data, information and documentation refem@d Article 75, paragraph 1 of this
Law, which records shall include data as follows:

1. name of the supervisory body;

2. name and surname of the authorised officer who wucted the examination;

3. date and time of data examination.
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(4) The Customs Administration Bodisball keep the following records:

1. records on the declared and undeclared cashrentnd leaving in the domestic
or foreign currency amounting to kuna equivalentetfR 10,000.00 or more
when crossing the state border;

2. records on cash entering or leaving or attempégesth entering or leaving in the
domestic or foreign currency when crossing theedtatrder in an amount below
kuna equivalent of EUR 10,000.00 in relation toethihere reasons for suspicion
of money laundering or terrorist financing had teds

(5) The Office shall keep the following records:
1. records on persons and transactions referredAdicles 40 and 42 of this Law;
2. records on persons and transactions referradAdicle 54, paragraphs 1 and 2 of
this Law;
3. records on the issued temporary suspicious dciiosis execution suspension
orders referred to in Article 60 of this Law;

records on orders issued by the Office on cadiilyicongoing monitoring of

customers financial operations referred to in Aetg2 of this Law;

. records on the received written proposals reteto in Article 64 of this Law;

. records on the reports referred to in ArticleoBhis Law;

. records on international requests referred #xriitles 68, 69 and 70 of this Law;

. records on temporary transaction execution sispes at the proposal of foreign
financial intelligence units referred to in Artickl of this Law and on proposals
given to foreign financial intelligence units onporary transaction execution
suspension abroad as referred to in Article 72isfltaw;

9. records on criminal and misdemeanour procedwfesred to in Article 82 of this

Law;

10. records on the measures taken as referred Article 86 and infringements

referred to in Article 89 of this Law;

11. records on reporting the Office by competemesusory bodies referred to in

Article 87 of this Law concerning the suspicionnebney laundering or terrorist
financing.

B
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(6) The contents of records referred to in pardggaly 2 and 4 shall be prescribed by the
Minister of Finance in a rulebook.

Statistics Keeping
Article 82
(1) For the purposes of making an assessment aéffbetiveness of the overall system
for combating money laundering and terrorist finagcthe competent State Attorney’s

Office branches, the competent courts and compsetate bodies shall undertake to keep
comprehensive statistics and to supply the Offigé data on proceedings being run on

63



the account of money laundering and terrorist fowag offences, as well as
misdemeanour proceedings being run on the accaintisdemeanours prescribed by
this Law.

(2) The competent courts and the competent Staterrily’s Office branches shall

undertake to supply the Office twice a year withladan investigation initiation, legal

effectiveness of indictments, effectiveness of istsdfor offence of concealment of the
illegally obtained monies and terrorist financirapd on other predicate offences in
relation with money laundering in the manner anthiwi deadlines to be prescribed by
the Minister of Finance in a rulebook.

(3) In the cases involving the completed first-amste misdemeanour proceeding on the
account of misdemeanours prescribed by this LasvFthancial Inspectorate shall supply

the Office with data in the manner and within desl to be prescribed by the Minister

of Finance in a rulebook.

(4) Other competent state bodies shall undertaketidy the Office once a year, and no
later than by end-January of the current year lfer previous year, of the stages of
proceedings and measures they took by way of theiwed suspicious transactions
reports referred to in Article 65 of this Law.

CHAPTER VI
SUPERVISION OVER THE REPORTING ENTITIES

Section 1
GENERAL PROVISIONS

Supervisory Bodies and their Actions
Article 83

(1) The supervision of operations of the reportenfities referred to in Article 4,
paragraph 2 of this Law concerning the applicatibthis Law and regulations passed on
the basis of this Law shall be conducted by thétui®ns listed hereunder within the
framework of their respective scopes of competence:

a) the Office;

b) the Financial Inspectorate of the Republic adalia;

c) the Tax Administration;

d) the Croatian National Bank;

e) the Croatian Financial Services Supervision A&gen

(2) Should any of the supervisory bodies referredint paragraph 1 of this Article
establish during the conducting of supervisionroamy other manner that grounds shall
exist for suspicion that an offence prescribedhis taw was committed, they shall be
obliged to file a motion to the Financial Inspeeterand take other measures and actions
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legally vested in them.

Section 2
SUPERVISORY BODIES’ SCOPES OF COMPETENCE

The Office
Article 84

(1) The Office shall conduct offsite supervisionaaimpliances with this Law with the
reporting entities referred to in Article 4, paragh 2 of this Law via the collection and
examination of data, information and documentasiopplied as per this Law.

(2) The reporting entities referred to in Articleparagraph 2 of this Law shall undertake
to supply the Office with data, information and downtation prescribed by this Law, as
well as other data the Office shall require for domducting of supervision without any
undue delay, and no later than within 15 days afftereceipt of the request.

(3) The Office shall be entitled to require thetesthodies, local and regional self-
government units and legal persons with public autiles to supply the Office with all
data, information and documentation it may requive the conducting of offsite
supervision as per this Law and for the initiatadra misdemeanour proceeding.

(4) The Office may coordinate the work of otheremwsory bodies and to require them
to conduct targeted supervisions.

(5) The Office may sign Agreements of Understandiitf other supervisory bodies.

Other Supervisory Bodies
Article 85

(1) The Financial Inspectorate shall conduct supem of compliance with this Law
with all reporting entities referred to in Articlé, paragraph 2 of this Law. The
supervision of the reporting entities by the Finahinspectorate shall be conducted on
the basis of money laundering and terrorist finagciisk assessment. The Financial
Inspectorate shall be entitled to use the assistémoen other supervisory bodies in the
conducting of supervision of the reporting entitiedine with the signed agreements of
understanding.

(2) The Tax Administration shall conduct superuismf compliance with this Law with

the reporting entities referred to in Article 4 agraph 2, item 13 of this Law. During the
conducting of onsite supervision from its scopeaipetence, the Tax Administration
shall also check whether or not domestic legal matliral persons comply with the
prescribed limitation of cash payments in keepinghvihe provisions contained in
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Article 39 of this Law

(3) The Croatian National Bank shall conduct suisgsn of compliance with this Law
with the reporting entities referred to in Artidle paragraph 2, items 1, 2, 3, 4 and 11 of
this Law.

(4) The Croatian Financial Services Supervision rlayeshall conduct supervision of
compliance with this Law with the reporting entstieeferred to in Article 4 paragraph 2,
items 7, 8, 9 and 10 of this Law.

(5) The supervisory bodies referred to in Articlg, ®aragraph 1 shall be obliged to
exchange data and information between each otleeleefor the supervisory procedures
and to communicate the identified irregularitigsod such findings be of relevance for
the work of another supervisory body.

Section 3
REPORTING THE OFFICE ON THE CONDUCTED SUPERVISION

Reporting on the Identified Irregularities and Measures Taken
Article 86

(1) The supervisory bodies referred to in Articl® aragraph 1, items b) to e) of this
Law shall be obliged to notify the Office in wrigrwithout any undue delay, and no later
than within 15 days, of the measures taken, thegudarities identified and other

significant information, which shall be establishéldrough the minutes or other

enactment of the supervisory body.

(2) The supervisory body referred to in paragrapsf fhis Article which established an
infringement shall also notify other supervisorydl®s of the results of its supervision,
should the results be of relevance for their warkime with the signed agreements of
understanding.

Reporting the Office by the Supervisory Bodies on&picion of Money Laundering
or Terrorist Financing

Article 87

(1) The supervisory bodies referred to in Articlg aragraph 1, items b) to e) of this
Law shall be obliged to notify the Office in wrignwithout any undue delay of
information pointing to the relatedness of a perswna transaction with money
laundering or terrorist financing, irrespectivevdfiether they obtained such information
during the course of carrying out supervision atéis as per this Law or during the
conducting of matters from their respective scaggeompetence.
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(2) In instances when bodies in charge of condgcsmpervision over the activities of
non-profit organisations, save for supervisory bsedeferred to in Article 83 of this Law,
establish during the conducting of supervision friier scopes of competence that there
shall exist reasons for suspicion of money laumdeor terrorist financing in relation
with the activity of a non-profit organisation, iisembers or persons related with them,
they shall be obliged to notify the Office ther@ofvriting and without any undue delay

(3) In the cases referred to in paragraphs 1 aofltBis Article, the Office shall, if it
judges that there shall be grounds for suspicionmminey laundering or terrorist
financing, start collecting and analysing dataginfation and documentation in keeping
with its tasks and scope of competence.

Issuing Recommendations and Guidelines
Article 88

In order for the reporting entities referred toAirticle 4, paragraph 2 of this Law to be
able to uniformly apply the provisions containedhis Law and the regulations passed
on the basis of this Law, the supervisory bodidésrred to in Article 83, paragraph 1 of
this Law shall independently or in conjunction witlther supervisory bodies issue
recommendations or guidelines relative to the imygletation of individual provisions
contained in this Law and regulations passed otadsées of this Law

Competence for Running Misdemeanour Proceedings
Article 89

(1) The Financial Inspectorate of the Republic abafia shall make first-instance
decisions on misdemeanours prescribed by this Law.

(2) Complaints may be filed with the High Misdemean Court of the Republic of
Croatia against the decisions made by the Finarnngdectorate of the Republic of
Croatia.

(3) The Financial Inspectorate is to furnish théic@fwith a copy of decisions taken in
the first-instance and second-instance misdemeanoueedings.

CHAPTER VII
PENAL PROVISIONS
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Article 90

(1) A pecuniary penalty ranging from HRK 50,000.@0 HRK 700,000.00 shall be
imposed on legal persons for the following infrimgants:

1.

failure to develop a risk analysis, i.e. failure noake a risk assessment for
individual groups or types of customers, businesationships, products or
transactions or failure to make the risk analysid assessment compliant with
guidelines passed by the competent supervisory adicle 7, paragraph 2, 3
and 5);

failure to apply the customer due diligence measumeinstances prescribed by
this Law (Article 9, paragraph 1 and Article 14rggraph 4);

establishing a business relationship with a custowithout conducting a prior
customer due diligence (Article 10, paragraph 1);

conducting transactions valued at HRK 105,000.0Qreater, i.e. conducting
mutually linked transactions reaching a total vatieHRK 105,000.00 without
prior conducting of the prescribed measures (Aeticl);

failure to identify and verify customer’s identigy customer’s entry into a casino
or at a point of conducting the transaction atdagh register or at registration of
the customer to take part in the system of orgagigames of chance with the
organiser who arrange games of chance on the é&tteror other
telecommunications means, i.e. electronic commuioics, i.e. for failure to
obtain the prescribed customer information or rigilto obtain such information
in the prescribed manner (Article 12);

if, at conducting wire transfers or cash remittandails to collect or include in
the form or a message accompanying a wire transféne prescribed manner
accurate and valid data on the sender, i.e. therasduer, or if pertinent data fail
to follow the transfer at all times throughout #teurse of the chain of payment
(Article 15, paragraphs 1, 2);

. if a payment services provider, acting as an inégliary or transfer receiver, fails

to refuse a wire transfer which does not contaimmgete payee data or fails to
supplement the payee data within a given deadhnic(e 15, paragraphs 3);
failure to identify a customer or verify the custenrs identity, i.e. the identity of
a legal representative, a person authorised by pofa&ttorney or the customer’s
beneficial owner, and failure to obtain documewntagprescribed for the purposes
of identification or identity verification or theopver of attorney in instances when
the customer shall conduct transactions by way péraon authorised by power
of attorney (Articles 17, 18, 19, 20, 21 and 24);

failure to identify a customer or verify the custms identity at customer’s
approaching a safe deposit box, i.e. failure toaimbthe prescribed customer
information or failure to obtain such information the prescribed manner
(Article 22);

10.failure to obtain data on the purpose and intengdre of a business relationship

or a transaction within the framework of due diige and other data required to
be obtained as per this Law (Article 25);

11.establishing a business relationship with a customeinstances when the
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customer due diligence was conducted by a thirdgercontrary to this Law and
the rulebook to be passed by the Minister of Fiegiaticle 28);

12.failure to conduct the prescribed measures and tiaddily obtain data,
information and documentation or failure to obtdiam in the prescribed manner
at establishing a correspondent relationship wikiamak or other credit institution
seated in a third country (Article 31, paragrapland 3);

13.entering into or extending a correspondent relatignwith a bank or other credit
institution seated in a third country, contraryth@ provisions contained in this
Law (Article 31, paragraph 4);

14 .failure to obtain data on the source of funds amob@rty at entering into a
business relationship with or conducting a transeadior a person who shall be
foreign politically exposed person, which funds gdperty are or will be the
subject matter of the business relationship ortithesaction, or failure to obtain
such data in the prescribed manner (Article 32agaaph 7, item 1);

15.failure to apply one or several additional measumesddition to the measures
contained in Article 8, paragraph 1 of this Lawthin the framework of the
enhanced customer due diligence for the purposéeottification and identity
verification of a customer who is not physicallegent (Article 33, paragraphs 1
and 2);

16.conducting a simplified customer due diligence urdeumstances which shall
mandatorily require the conducting of the enhanded diligence because of
entering into a correspondent relationship withaalkkbor other credit institution
seated abroad (Article 31, paragraph 1 and Ar88leparagraph 2);

17.failure to obtain the required customer data withire framework of the
simplified customer due diligence or failure to ahtsuch data in the prescribed
manner (Article 36);

18.0pening, issuing or keeping anonymous customer wtsp coded or bearer
passbooks, i.e. accounts or passbooks in the nameohtaining no additional
personal information or accounts registered aefasmes, i.e. other anonymous
products (Article 37);

19.entering into or extending correspondent relatigpsshvith a bank which shall
operate or might operate as a shell bank or wifredit institution known to enter
account opening and keeping agreements with shekd(Article 38);

20.receiving from a customer or a third person cashedton in an amount
exceeding HRK 105,000.00, i.e. an amount excee@ib@r 15,000.00 in the
arrangements with non-residents, i.e. receivingcthigection in several mutually
linked cash transactions jointly exceeding a tatabunt of HRK 105,000.00, i.e.
exceeding the value of EUR 15,000.00 (Article 3®agraphs 1 and 2);

21.failure to refrain from the conducting of a transa for which the entity shall
know or suspect to be connected with money laundeor terrorist financing,
failure to notify the Office of such transactionfdre its execution, and failure to
indicate in the report the reasons for suspicibe, deadline within which the
transaction is to be executed and other prescriadd or failure to notify the
Office of the customer with which they terminatethusiness relationship or for
whom they refused to conduct a transaction dudneoiriability to conduct the
prescribed measures (Article 42 and Article 13ageaph 2);
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22.failure to supply the Office within the prescribpdriod with the required data,
information and documentation on a transaction petgon for which there shall
exist reasons for suspicion of money launderintgoorist financing or failure to
comply with the Office’s authorised person’s reduts enable such a person
exercise direct examination of the documentatiothatlegal person’s business
premises (Article 59, paragraphs 2, 3, 4, 5, §d'9);

23.failure to comply with the temporary transactiosgension order as issued by the
Office or failure to comply with the instruction dhe course of action in relation
to persons to which the temporary transaction suspe shall pertain (Article 60
and Article 71, paragraph 1);

24.failure to comply with the order for ongoing momitwy of a customer’s financial
operations as issued by the Office (Article 62agaaphs 1, 2 and 3);

25.failure to close within the prescribed deadline @inenymous accounts and coded
or bearer passbooks and all other anonymous p@netbling the concealment
of the customer identity, which were opened betbeeseffective date of this Law
or failure to conduct customer due diligence (Aetit03).

(2) A pecuniary penalty ranging from HRK 6,000.@0 HRK 30,000.00 shall be
imposed on members of management board or otharpegson’s responsible person
for the infringements referred to in paragraph 1hef Article.

(3) A pecuniary penalty ranging from HRK 35,000100HRK 450,000.00 shall be
imposed on a natural person craftsman or a nafeason involved in other
independent business activity for the infringemeptsrred to in paragraph 1 of this
Article.

Article 91

(1) A pecuniary penalty ranging from HRK 40,000.@0 HRK 600,000.00 shall be
imposed on legal persons for the following infringants:

1. failure to ensure the conducting of the money lanimg) and terrorist financing
detection and prevention measures defined in #Msih its business units and
subsidiaries seated in a third country (Articl@&tagraph 1);

2. failure to carry out all the prescribed customee diligence measures or failure
to carry them out in line with the procedure define their internal enactments
and failure to define the measures conducting pho@s in internal enactment
(Article 8, paragraphs 1 and 2);

3. failure to obtain a written statement of a custgmére customer’'s legal
representative or person authorised by power airraly in instances when
suspicion shall exist as to the veracity of dataredibility of documents serving
as the foundation for identifying the customer, ¢chistomer’s legal representative
or the person authorised by power of attorney ptiothe establishment of a
business relationship or conducting a transact#otiolel7, paragraph 5, Article
18, paragraph 5, Article 19, paragraph 2, Artidle Raragraph 5 and Article 21,
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paragraph 4);

4. failure to apply the prescribed measures in custornesiness activities
monitoring (Article 26, paragraph 2);

5. failure to conduct a repeated annual foreign I@gason customer due diligence,
i.e. failure to obtain the prescribed data and dwents or failure to obtain them in
the prescribed manner (Article 27, paragraphs 3, 2, 5, 6 and 7);

6. conducting a transaction for a foreign legal perswthout conducting the
repeated annual customer due diligence (Articlgparagraph 8);

7. entrusting a third person with conducting the como due diligence without
checking whether or not such third person meetshallrequirements prescribed
by this Law (Article 28, paragraph 2);

8. accepting due diligence conducted by a third pem®radequate, which third
person conducted the customer identification arahtity verification measure
without the customer’s physical presence (Artide @aragraph 3);

9. entrusting a third person with conducting custordee diligence, which third
person fails to meet requirements as prescribékimulebook to be passed by the
Minister of Finance (Article 28, paragraph 6);

10.failure to provide for the foreign politically exped persons identification
procedure in its internal enactment (Article 32.ggaaph 2);

11.failure to exercise due care monitoring of transast and other business
activities performed by a foreign politically exgaolsperson with the legal person
after entering into a business relationship witeeson who shall be a politically
exposed person (Article 32, paragraph 7, item 3);

12.establishing a business relationship with a customnt® shall not be physically
present at identification, without adopting a measto ensure that the first
payment be conducted through the account the cestdras with the credit
institution before the execution of any further tomser’s transaction (Article 33,
paragraph 3);

13.for failure to put policies and procedures in pldoe monitoring the money
laundering or terrorist financing risk which mayerst from new technologies
enabling anonymity (Internet banks, ATM use, tedeing, etc.) or for failure to
take measures aimed at preventing the use of nelwdtgies for the money
laundering and/or terrorist financing purposes i#&t34 paragraphs 1);

14.for failure to put policies and procedures in pldoe the risk attached with a
business relationship or transactions with non fadace customers or for failure
to apply them at the establishment of a busindasioaship with a customer and
during the course of conducting customer due diligemeasures (Article 34
paragraph 2).

15.failure to supply the Office within the prescribeeriod with data on a transaction
being conducted in cash in an amount of HRK 20Q@D0@r greater (Article 40,
paragraph 1, 2 and 3);

16.failure to appoint the authorised person and oneeweral authorised person’s
deputies for the purpose of performing money ladndeand terrorist financing
detection and prevention matters, as laid dowhisltaw and regulations passed
on the basis of this Law (Article 44);

17.failure to assign proper authorities to the autwei person and ensure the

71



conditions for the performance of the authoriseds@&s matters and tasks
(Article 47);

18.failure to produce a list of indicators for the etdion of customers and
transactions for which there shall exist reasons@spicion of money laundering
or terrorist financing, or failure to produce sughist in the prescribed manner
and within the prescribed period (Article 41, andidle 101, paragraph 2);

19.failure to pass an internal enactment providing foeasures, actions and
proceedings for the purpose of money laundering &dorist financing
prevention and detection, failure to provide fog tsponsibility of the authorised
persons and other employees in charge of this baplementation, and failure to
supply the Office with a copy of the internal emaent at Office’s request
(Article 48);

20.failure to keep data and documentation during teod of ten years upon the
transaction execution, i.e. the business relatipngtrmination, the entry of a
customer to a casino or approaching a safe depasifArticle 78, paragraph 1);

21.failure to conduct a check of all existing custosnetthin the prescribed period,
in relation to which customers there shall or migkist a high money laundering
or terrorist financing risk, in accordance with f@visions contained in article 7
of this Law (Article 102);

22.failure to stop correspondent relationships incoampl with the provisions
contained in this Law within the prescribed periédticle 104).

(2) A pecuniary penalty ranging from HRK 3,000.@0 HRK 15,000.00 shall be
imposed on members of management board or othal pEgson’s responsible
person for the infringements referred to in parpgra of this Article.

(3) A pecuniary penalty ranging from HRK 15,000100HRK 150,000.00 shall be
imposed on a natural person craftsman or a napeedon involved in other
independent business activity for the infringemeeterred to in paragraph 1 of
this Article.

Article 92

(1) A pecuniary penalty ranging from HRK 25,000.@0 HRK 400,000.00 shall be
imposed on legal persons for the following infrimgants:

1. failure to notify the Office of the fact that legadgulations in force in a third
country where business units or subsidiaries ofi¢lgal person shall be located
shall not allow the conducting of money launderohgtection and prevention
measures to the extent prescribed in this Law, fadure to pass adequate
measures for the elimination of the money laundgon terrorist financing risk
(Article 5, paragraph 2);

2. failure to familiarise their business units and pames in which they hold
majority stake or majority decision-making rightatedd in a third country with
internal procedures pertaining to money launderargl terrorist financing
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prevention and detection (Article 5, paragraph 3);

. failure to examine the nature of the register dtomer’s registration at a point of
verifying the identity of the legal person (Articl®, paragraph 6);

. failure to ensure the alignment between the custsmieusiness activities
monitoring measures and the money laundering aorist financing risk the
legal person shall be exposed to in conducting @angement or in doing
business with a customer (Article 26, paragraph 3);

. failure to use the list of indicators during estsifihg reasons for suspicion of
money laundering or terrorist financing (Article,4faragraph 3);

failure to supply the Office within the prescribgeriod with data on the
appointment of the authorised person and the ast#tperson’s deputy and any
change thereof (Article 44, paragraph 2);

failure to make sure that the assignments of dnosised person and authorised
person’s deputy shall be performed by a person ingeethe prescribed
requirements (Article 45, paragraph 1);

failure to ensure regular professional developnaert training of all employees
involved in the money laundering and terrorist fioag prevention and detection
matters as per this Law (Article 49, paragraph 1);

failure to produce an annual professional deveknand training plan pertinent
to the money laundering and terrorist financingvprgion and detection within
the prescribed period (Article 49, paragraph 3);

10.failure to ensure regular internal audit of conthgtthe arrangements over the

execution of money laundering and terrorist finagctletection tasks as per this
Law (Article 50);

11. failure to keep data and accompanying documemtatiothe authorised person

and the authorised person’s deputy, professioaatitry of employees and the
conducting of internal control within the prescueeriod (Article 78, paragraph
2);

12. failure to keep records on customers, businessioakhips and transactions, and

on the supplied data and examinations of dataynmddon and documentation
conducted by the supervisory bodies or for keepiragcurate or incomplete
records (Article 81, paragraphs 1, 3 and 6);

(2) A pecuniary penalty ranging from HRK 1,500.00HRK 8,000.00 shall be imposed
on members of management board or other legal psrsesponsible person for the
infringements referred to in paragraph 1 of thisde.

(3) A pecuniary penalty ranging from HRK 8,000.00HRK 80,000.00 shall be imposed
on a natural person craftsman or a natural persavivied in other independent business
activity for the infringements referred to in paragh 1 of this Article.

Article 93

(1) A pecuniary penalty ranging from HRK 50,000.@0 HRK 300,000.00 shall be
imposed on a bank and other financial institutishsuld they fail to ensure within their
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respective computer systems such programme sadutionenable them to fully and
timely respond to the requests of the Office (Aeti8, paragraph 2, item 9).

(2) A pecuniary penalty ranging from HRK 3,000.00HRK 10,000.00 shall be imposed
on members of management board or other legal psrsesponsible person for the
infringements referred to in paragraph 1 of thisde.

Article 94

(1) A pecuniary penalty ranging from HRK 40,000.@0 HRK 400,000.00 shall be
imposed on a legal person who performed customerddigencen lieu of the reporting
entity, should it fail to report the Office of tii@nsactions in relation to which there shall
exist suspicion of money laundering or terroristaficing or should it be incompliant
with the requirement of keeping data and documiemtairescribed by this Law (Article
28, paragraph 4).

(2) A pecuniary penalty ranging from HRK 3,000.00HRK 15,000.00 shall be imposed
on members of management board or other legal psrsesponsible person for the
infringements referred to in paragraph 1 of thisde.

Article 95

(1) A pecuniary penalty ranging from HRK 1,500.00HRK 8,000.00 shall be imposed
on a responsible person who shall enter into aespondent relationship on behalf of the
reporting entity with a bank or a similar credistitution seated in a third country without
obtaining a prior written consent from the supe(faticle 31, paragraph 2).

(2) A pecuniary penalty ranging from HRK 1,500.00HRK 8,000.00 shall be imposed
on a responsible person who shall establish a essimelationship on behalf of the
reporting entity with a customer who shall be aitmallly exposed person without
obtaining a prior written consent from the supe(fnticle 31, paragraph 7, item 2).

(3) A pecuniary penalty ranging from HRK 15,000.t) HRK 80,000.00 shall be
imposed on a bank or other legal person on whobkalibthe responsible person entered
into an agreement or established another busireationship for the infringements
referred to in paragraphs 1 and 2 of this Article.

Article 96
(1) A pecuniary penalty ranging from HRK 60,000.@0 HRK 400,000.00 shall be
imposed on an auditing firm and an independenttaydihould they conduct a simplified

customer due diligence in spite of the fact tharéhshall exist reasons for suspicion of
money laundering or terrorist financing in relatimna customer or circumstances of an
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audit (Article 53, paragraph 8).

(2) A pecuniary penalty ranging from HRK 6,000.00HRK 30,000.00 shall be imposed
on members of management board of or other redpenserson in the auditing firm or a
firm rendering accounting services or tax advissggvices for the infringements referred
to in paragraph 1 of this Article.

Article 97

(1) A pecuniary penalty ranging from HRK 50,000.@0 HRK 300,000.00 shall be

imposed on a lawyer, a law firm, a notary publio, auditing firm, an independent

auditor, as well as a legal and a natural persodemng accounting services or tax
advisory services for the following infringements:

1. failure to obtain all prescribed data within tharfrework of customer due diligence,
i.e. failure to obtain all prescribed data or daathe purpose and intended nature of
the business relationship or the transaction, datahe source of money or other
prescribed data (Article 53, paragraphs 1, 2 and 3)

2. failure to identify the customer, i.e. a customeleégal representative, a person
authorised by power of attorney or the beneficiainer or for failure to gather
information of these persons’ identity in the présad manner (Article 53, paragraph
4);

3. failure to notify the Office within the prescribgxériod or in the prescribed manner
concerning a transaction, an intended transactiaam @istomer in relation to which
there shall exist reasons for suspicion of monewndaring or terrorist financing
(Article 54, paragraphs 1 and 3);

4. failure to notify the Office within the deadlines a customer who sought for a
money laundering or terrorist financing relatedied\(Article 54, paragraph 2);

5. failure to notify the Office of a cash transactiander circumstances in which there
shall exist reasons for suspicion of money laumdgear terrorist financing in relation
with the transaction or customer (Article 55, pasgdy 3);

6. failure to comply with the request of the Office supply the required data
information and documentation within the prescrilsihdline in relation with a
transaction or a person for which the Office hadbpd that there shall exist reasons
for suspicion of money laundering or terrorist fisang (Article 59, paragraphs 2, 5,
6 and 7);

7. failure to keep data obtained on the basis of Ati83 of this Law and the
accompanying documentation for the period of tearyeafter the conducting of
customer due diligence (Article 78, paragraph 3).

(2) A pecuniary penalty ranging from HRK 30,000.@0 HRK 200,000.00 shall be

imposed on a lawyer, a law firm, a notary publio, auditing firm, an independent

auditor, as well as a legal and a natural persodemng accounting services or tax
advisory services for the following infringements:

1. failure to identify the beneficial owner of a cusier which shall be a legal person

or a similar entity subject to foreign law, i.eiléiae to obtain the prescribed data
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or failure to obtain them in the prescribed mar(Aeticle 53, paragraphs 5, 6 and
7);

failure to produce a list of indicators for the efgton of customers and
transaction for which there shall exist reasonsstgpicion of money laundering
or terrorist financing or failure to produce thstlof indicators in the prescribed
manner or within the prescribed deadline (Articleahd Article 101paragraph
2);

failure to supply the Office with data, informati@amd documentation within the
prescribed deadline and in the prescribed mannerecning the performance of
their assignments as per this Law or other dateessacy for conducting
supervision (Article 59, paragraphs 3, 4, 5, 6 @and

(3) A pecuniary penalty ranging from HRK 25,000.@0 HRK 180,000.00 shall be
imposed on a lawyer, a law firm, a notary publio, auditing firm, an independent
auditor, as well as a legal and a natural persodemng accounting services or tax
advisory services for the following infringements:

1.

failure to provide regular professional developmant training of employees
involved in the performance of money laundering aedrorist financing
prevention and detection matters as per this Lamidl& 49, paragraph 1);

failure to develop an annual professional develagnasd training plan in the
filed of money laundering and terrorist financinggyention and detection field
within the prescribed deadline (Article 49, parguir8);

failure to notify the Office in writing of reasorfer the non-observance of a
request for the supply of data, information anduhoentation on a transaction or
a customer in relation with which there shall exésisons for suspicion of money
laundering or terrorist financing or failure to do within the prescribed deadline
(Article 55, paragraph 2);

failure to use the list of indicators at establghreasons for suspicion of money
laundering or terrorist financing and other circtenses thereof (Article 41,
paragraph 3);

failure to keep data and accompanying documentatioprofessional training for
the period of four years after the training delwéArticle 78, paragraph 4);

failure to keep records on customers, businessioe$hips and transactions, as
well as on the supplied data and the conductingxaiminations of supervisory
bodies of data, information and documentation, fiog. keeping inaccurate or
incomplete records (Article 81, paragraphs 2 and 3)

(4) A pecuniary penalty ranging from HRK 5,000.00HRK 20,000.00 shall be imposed
on members of management board or other legal psrsesponsible person for the
infringements referred to in paragraphs 1, 2 anéitBis Article.

Article 98

A pecuniary penalty ranging from HRK 10,000.00 tBK150,000.00 shall be imposed
on a responsible person in a state administratady or in a local and regional self-
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government unit should they fail to supply the Gdfwithin the prescribed deadline and
in the prescribed manner with the requested datarmation and the documentation
required by the Office for supervisory purposeditle 63, paragraph 3).

Article 99

(1) In instances when a special law shall envighgeissuance of an approval for the
performance of certain arrangements, the compéiety shall be entitled to recall the
approval for the performance of such arrangememis flegal or natural persons in
breach of the provisions contained in this Law.

(2) The measure referred to in paragraph 1 ofAhticle may be applied for the period of
three months to one year.

Article 100

(1) The misdemeanour proceedings for the infringasenvisaged by this Law may not
be commenced after the expiration of three years the date of the infringement.

(2) The statute of limitations shall become effeetin all instances when there shall
expire six years after the infringement.

CHAPTER VI
TRANSITIONAL AND FINAL PROVISIONS

Bylaws and the List of Indicators
Article 101

(1) The Minister of Finance shall undertake to ghssregulations under his remit as per
this Law within a maximum period of 6 months att@s Law enters into force.

(2) The reporting entities referred to in Articlepairagraph 2 of this Law shall undertake
to produce a list of indicators for the detectidrsospicious transactions and customers
in relation to which reasons for suspicion of momeyndering and terrorist financing
shall exist no later than within three months afiter effective date of this Law.

(3) The list of indicators for the detection of pitsous transactions and customers in
relation to which reasons for suspicion of moneyntéering and terrorist financing shall
exist that the reporting entities referred to irtiéle 4, paragraph 2 of this Law had
applied on the basis of the Anti-Money Launderingwl (Official Gazette of the
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Republic of CroatiaNarodne novine No. 69/97, 106/97, 67/01, 114/01, 117/03 and
142/03) and the Rulebook on the Anti-Money Launateriiaw Implementation
(Narodne novine No. 189/03) shall remain in force until the passafjhe list referred to

in paragraph 2 of this Article.

Existing Customers Due Diligence
Article 102

The reporting entities referred to in Article 4ragraph 2 of this Law shall undertake to
conduct due diligence of all existing customerdmitone year after the effective date of
this Law, for which existing customers the repagtemtities shall establish on the basis
of Article 7 of this Law that a money launderingterrorist financing risk shall or might
exist.

Compliance in terms of Anonymous Products
Article 103

(1) The reporting entities shall be obliged to el@dl anonymous accounts, coded or
bearer passbooks as well as all other anonymoukigi®y including accounts registered
to false names that directly or indirectly enalblle toncealment of customers’ identity
within 30 days upon the effective date of this Law.

(2) By way of derogation from the provisions con& in Article 37 of this Law, for

those anonymous accounts, coded or bearer passheoksll as all other anonymous
products, including accounts registered to falsenesm whose owners may not be
established, and which anonymous products shadt exithe effective date of this Law,
the reporting entities shall be obliged to condcuastomer or other product user due
diligence, in keeping with the provisions of AracB of this Law, during the first

transaction that the customer or another user shatluct on the basis of such products.

Compliance of the Reporting Entities
Article 104
The reporting entities shall undertake to make rtlogierations compliant with the
provisions contained in Article 38 of this Law withthe period of the six months from
the effective date of this Law.
Effects of the Law entry into force

Article 105

78



(1) With the effective date of this Law, the Antiedey Laundering Law (Official
Gazette of the Republic of Croatiarodne novine No. 69/97, 106/97, 67/01, 114/01,
117/03 and 142/03) shall become null and void.

(2) The Rulebook on the Anti-Money Laundering Lamplementation (Official Gazette
of the Republic of Croatidlarodne novine No. 189/03) shall remain in force until the
passage of regulations referred to in Article Jfdragraph 1 of this Law, in the sections
not contrary to the provisions of this Law.

Entry into Force
Article 106

This Law shall be published in the Official Gazetfethe Republic of Croatidlarodne
novine, and shall enter into force as at 1 January 20009.

Class: 215-01/08-01/01
Zagreb, 15 July 2008

CROATIAN PARLIAMENT
Speaker of the
Croatian Parliament
Luka Bebié, signed
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